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1. Introduction

-

dadiall

A

1.1 Saudi Arabia Initiatives

The past few years have seen rapid and far-reaching
developments in the international financial sector involving a
comprehensive and coordinated fight against money
laundering and terrorist financing. Consequently, the Kingdom
of Saudi Arabia has adopted a variety of initiatives involving
legislative and other measures that are responsive to
international developments. Some of these initiatives adopted
by Saudi Arabia are listed below:

111

e Saudi Arabia signed and ratified the United Nations
Convention on lllicit Traffic of Narcotic Drugs &
Psychotropic Substances (1988, Vienna).

* Saudi Arabia has signed and ratified the International
Convention for the Suppression of the Financing of
Terrorism (1999, New York).

* Saudi Arabia has signed and ratified the United Nations
Convention against Transnational Organized Crime
(2000, Palermo).

* The Kingdom of Saudi Arabia signed the UN Convention
Against Corruption in January 2004.

* Saudi Arabia has implemented all relevant United
Nations Security Council (UNSC) Resolutions, such as
Resolutions # 1267 (1999), 1333 (2000), 1373 (2001).

* Saudi Arabia is a member country of the Gulf
Cooperation Council (GCC), which is a full member of the
Financial Action Task Force (FATF).

* In September 2003, Saudi Arabia completed the Mutual
Evaluation by a team of FATF assessors, based on the
40+8 FATF Recommendations and was one of the first
countries evaluated under this new methodology. The
result of this evaluation was discussed in February 2004
Plenary Meeting in Paris and was highly positive.

* The Kingdom of Saudi Arabia underwent a joint
Assessment conducted by the Middle East and North
Africa Financial Action Task Force (MENAFATF) in
participation with FATF, based on the 40+8 FATF
Recommendations. The result of this assessment was
discussed in May 2010 in the MENAFATF meeting in
Tunisia and was also discussed in the plenary meeting
of FATF held in June 2010 in Amsterdam where the
Kingdom achieved a very positive result. The
assessment report of the Kingdom can be found on the
websites of (MENAFATF and FATF).

International Level

112

* At a meeting held in April 1998, Saudi Arabia signed and
ratified the Arab Anti-Terrorism Agreement under the
auspices of the Arab League.

* In July 1999, Saudi Arabia signed and ratified the
Organization of Islamic Conference (OIC) Agreement for
the suppression of international terrorism.

* In May 2004, Saudi Arabia signed and ratified the GCC
Anti-Terrorism Agreement.

* Saudi Arabia is a founding member of the Middle East-
North Africa FATF (MENA-FATF), which was created in
November 2004 with the purpose of promoting and
implementing international AML/CTF standards in the
region, and adopting the FATF 40+9 Recommendations
on Anti-Money Laundering and Combating Terrorist
Financing.

Regional & Group Level
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1.13

* Saudi Arabia passed the Anti-Money Laundering Law
and Bylaws, under Royal Decree # M/39 dated
25/6/1424H, ratifying the Council of Ministers Decision #
167 dated 20/6/1424H, providing a statutory basis for
criminalizing money laundering and terrorist financing
activities.

* In accordance with the Saudi AML Law Article 11, the
Saudi Financial Intelligence Unit (SAFIU) was established
under the control of the Ministry of Interior, as the central
authority for receiving and analyzing suspicious
transaction reports relating to money laundering and
terrorist financing activities.

* Saudi Arabia has set up two National Permanent
Committees from different Ministries and Government
Agencies, including SAMA, to respectively deal with
money laundering and terrorist financing issues in the
Kingdom.

National Level

LY dasay JIsaY) Just

Al (g iuaal)

Lol ALl 8 aanll iady JIsel) Jue AadlSdl ol o) 5 @
A OVEYE[TYe A6 VY )y ehidll Gadae D Cager sl
olulS oalie) g ea VEYE/T/Y0 Gl ¥ o ) SLl o guspall Cansas
claY) Jasay JIsa¥) Just Al el 308

il sany ol & Jse¥) Jub AadlSa alai e V) sl Cangey @
il S ARl Adalul) ol Al Byl Calpdl st Aagad) AL
Jisais s Jue ddaaly dileidly Ly anid)l Gliladl e Jas,
gy

Glamgas hlys G iy iy il Bagad) Lpall ASlaall i o
o dolaill agad) el ) Aewse Gl Ly cddline Legfa
ASLeall & Oy Jisaiy JIse) Just AailSay dilaial) gpnialsall

1.2 SAMA Initiatives

Since its inception in 1952, the Saudi Arabian Monetary
Agency (SAMA) has been issuing various directives to banks
and money exchangers relating to establishing customers’
identity and other information, observing necessary due
diligence when dealing with customers, record keeping of
relevant documents and files as well as reporting of
suspicious transactions to the competent authorities. These
directives have since been put together into a number of
major regulatory manuals, including:

1.2.1  AML/CTF Regulations

In November 1995, SAMA issued its first set of guidelines
relating to AML activities to all banks operating in Saudi
Arabia. Consequently, in recognition of the international and
legal supervisory efforts to combat the spread of money
laundering, And terrorist financing SAMA further updated the
initial 1995 AML Guidelines and in May 2003, issued a more
extensive set of “Rules Governing Anti-Money Laundering &
Combating Terrorist Financing”.

The First Update issued in May 2003 provided a substantial
improvement to the initial regulations and also included
regulations relating to combating terrorist financing. It
provided basic measures and actions to be taken to prevent,
detect, control and report money laundering and terrorist
financing activities. Since then, in SAMA’s continued efforts to
further improve and refine the regulations, the second Update
was issued in December 2008. And to cope with the local,
regional and global developments, SAMA has issued this
Third Update.

Banks and money exchangers are required to make these
regulations and provisions an integral part of their systems
and procedures aimed at controlling, detecting, preventing,

(é.\_ga.u!\ l}.l_ﬁ-“ 281 da'pa ilalia

Y,

Ol laal 21907 Ll b el S gageadl el S dange
Jeenll Giloglany eDlaall 2pa aaay Glati iy Apuall cBlaas gull ) clagetl)
clally clatiosal) Jada g o Dlandl ae Jalaill die Dol Aliall clpalaty S5 ¢ 553y

o3 il 3 g atal) Clleally Alaidl bl gls ) dlayl Al

&l

tb Lo Lt e At Lpalanill 031 (40 aae 8 gl

Sl dagaiy Jlga¥) Jud dadlea 1o\

1LY

il el gl gasmadl opal) 80 dussse Cnaal 21490 by el b
11005 T gmad) Ligpall ASLaall 5 Alalall i) maen ) JIse¥) Just dnilSe Al

A asats Jsal) Jost Spalls Ll Al el il 230500 35l

leie

due AadlSe 20ldl I Gyl 2Y 0¥ Gle (0 sle el B dususall Sl
Sy Jisaiy JsaY)

L) e Gpag ity Vo0 ¥ gle 56l G jaa @3 JY) Cpaatl)
Dnlee o3 LS LGy disa daile len LaSal Load Jos 8, aludl aelsl,
il ge il Gllead) Alhes GLEST; aial WIAS) Gl e Ll Slebal;
Satusall Bstall 35n ) by gl @l Ny QY disay dlseY) Jue
aclgil) o3l S il Sy Al e Alia) cligead JAY Al sialls
Jlaall 1aa 8 Al sally a8ty Adaall il ASlsaly aY o v A rawny el
Qe Aadl<ey dualal) seldll Gl Eyaatl 18 gagmadl pal) Sl dusige Copral

Ll Jisais JIse¥)

Toia Lo sl ASaY 15 Ll oda Dby of Aihpal) sy gl e any 438 1)
oo il el gias L) e ) Caagh G petlebals pgtalail e Do

Page 6 of 70




SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

and reporting suspicious activities. In this regard, SAMA
intends to verify the implementation of these rules by banks
and money exchangers operating in Saudi Arabia through
SAMA’s on-site inspections, receipt of regular compliance
reports and certificates prepared by external auditors.

1.2.2  Account Opening Regulations for Banks

In May 2002, SAMA issued its first set of "Rules Governing
Opening of Bank Accounts & General Operation Guidelines".
The new rules, in addition to consolidating all the previous
SAMA circulars on the subject, were significantly improved
with new requirements to facilitate implementation and
conform to the best international banking practices in line with
the Basel Committee principles. The rules outlined the
standard requirements applicable to all banks to serve as a
regulatory instrument to strengthen internal controls with
regards to opening and operation of bank accounts
maintained by customers, with a view of protecting the
banking industry against illegal financial activities.

In order to cope with ongoing developments and to provide
more explanation and clarification to the issues raised by local
banks, the initial rules were further enhanced in the First
Update released in April 2003. The Second Update of the
rules was issued by SAMA in February 2007, the Third
Update in December 2008, and the Fourth Update in
February 2012 in keeping with the domestic, regional and
international developments in this field. SAMA is continuously
reviewing and updating the Account Opening regulations and
will be issuing new updates to banks and money exchangers
in future.

1.2.3  Other Relevant Regulations

SAMA has also issued a number of other regulations in
support of its efforts to combat money laundering, terrorist
financing and other financial crime activities. Therefore, these
AML/CTF Rules should be read in conjunction with the
following documents issued by SAMA, in addition to the AML
Law and Bylaws issued by the Saudi Government:

e Manual for Combating Embezzlement & Fraudulent
Transactions,(second issue) in August 2008

o Designation Requirements for the Leading Professions in
the Workin in KSA, issued in April 2005

e Guidelines Manual for Banks in Saudi Arabia for
Regulating Audit Committees, issued in July 1996

o Internal Control Manual for Banks Operating in the
Kingdom, issued in December 1989

e Manual of Compliance with Regulations for Banks
operating in the Kingdom of Saudi Arabia issued in
December 2008.

¢ Rules of Electronic Banking Services issued by SAMA in
April 2010.

o Risk Based on- sit Inspection "Policy Framework &
Procedures" issued by SAMA in April 2011.

o Risk Based Approach for AML/CFT Supervision issued by
SAMA in February 2012.

e Other relevant SAMA Regulatory Circulars.
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SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

1.3 Objectives

The core objectives of SAMA in issuing these regulations are
as follows:

1. To ensure compliance of banks and money exchangers
in Saudi Arabia with regulations and instructions related
to combating money laundering and terrorist financing in
general and the Saudi AML Law & Bylaws in particular.

2. To help banks and money exchangers operating in Saudi
Arabia to comply with the Banking Control Law, AML
Law, SAMA Regulations, and all relevant United Nations
Security Council Resolutions.

3. To implement policies, standards, procedures and
systems for the prevention, detection, control and
reporting of money laundering and terrorist financing
activities in accordance with the Basel Committee
Principles and the FATF Recommendations on
AML/CTF.

4. To protect banks and money exchangers operating in
Saudi Arabia from being exploited as channels for
passing illegal transactions arising from money
laundering, terrorist financing and any other criminal
activities.

5. To maintain, enhance and protect the credibility, integrity
and reputation of the Saudi Arabian banking and financial
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systems.
6. To provide the highest degree of protection for
costumers.
1.4 General Developments & Trends el layly ey gl €,

At the global level, money laundering activities, particularly
those related to drugs now constitute a multi-million dollar
business annually. It is inconceivable and unlikely that such
large amounts of money can be saved or moved without the
cooperation or voluntary participation of many international
financial institutions and banking systems. In many quarters,
money laundering is considered a serious threat to the
integrity of many international banks and even banking
systems.

Money laundering has become a widespread phenomenon
involving highly sophisticated techniques to penetrate different
banking systems. This has led lawmakers, law enforcement
agencies and supervisory authorities in many countries to
cooperate, locally and internationally, to combat this
phenomenon. In this respect, the FATF was created and it
has carried out extensive work and issued Recommendations
to counter the spread of money laundering and terrorist
financing.

The techniques used by money launderers constantly evolve
to match the sources and volume of funds to be laundered,
and the legal, regulatory, law enforcement environment of the
market place in which the money launderers operate.
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2. Legal Framework & Regulatory
Requirements

Laghamal) cilliaially allail) jUay) X

2.1 The Saudi AML Law & Bylaws

The Kingdom of Saudi Arabia, in its contributions towards the
international initiatives to combat money laundering and
terrorist financing crimes, has enacted the Anti-Money
Laundering Law in August 2003. The Law criminalizes money
laundering and terrorist financing acts and has created
offenses, responsibilities and penalties for violation, aimed at
preventing these crimes.

Lngad) Ay pl) ASlaal) (B Jloal) Jud Aadla ol ),

b AadlCal L gall bl g Lgilaalios (pe U] Lngrad) Lippall ASLeall Caali
el ed B Jls) due AadlKe la ol gy disay JiseY) e
Alhall a2y ASlad) & layY) disais JIsed) Jut Jladl plaill ajads oY oo ¥

caihall o3a (a1 e aall Chags pUail) 13a dillie e Al culygially ol sesdlly

Al paen o Al aiay odse DA e el Jud AnilSa Ui Bikays

Page 8 of 70




SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

The AML Law, through its Articles and the Bylaws, is
applicable to all banks and money exchangers and requires
all financial institutions to have in place adequate policies,
systems, measures and controls in place, relating to customer
identification, know your customer/ due diligence, risk
assessment, monitoring and reporting suspicions, training and
record keeping to deter and prevent money laundering and
terrorist financing acts.
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2.2 SAMA — Regulatory & Supervisory Authority

The Saudi Arabian Monetary Agency (SAMA), in accordance
with the authority and powers vested on it under relevant
Saudi laws, is the legislative body responsible for exercising
regulatory and supervisory control over banks and money
exchangers, issuing general rules and overseeing that all
banks and money exchangers comply with and effectively

implement the following relevant laws and regulations:

1. The Charter of Saudi Arabian Monetary Agency .

2. The Banking Control Law.

3. Decision of the Minister of Finance & National Economy
on Regulating Money Changing Business.

4. The Anti-Money Laundering Law.

SAMA regards the adoption and implementation by all banks
and money exchangers of effective policies, procedures and
controls for the deterrence and prevention of money
laundering, terrorist financing and other financial crimes as
very vital. SAMA expects all banks and money exchangers
and their employees to conduct business in accordance with
these rules and all applicable laws by applying the highest
ethical standards. SAMA will use these rules and other
standards to measure the adequacy of each bank's or money
exchanger's implementation strategies. SAMA will take
appropriate disciplinary measures and actions against banks
and money exchangers for any violations, in accordance with
the Banking Control Law Article 25 (Rules for Enforcing
Provision of the Banking Control Law).

As the regulatory and supervisory authority for banks and
money exchangers, SAMA has a duty not only to ensure
banks and money exchangers maintain high KYC standards
to protect their own safety and soundness but also to protect
the integrity of their national banking system. Therefore,
SAMA will exercise the following responsibilities:

1. Monitoring that banks and money exchangers are
applying sound KYC procedures and are sustaining
ethical and professional standards on a continuous basis.

2. Ensuring that appropriate internal controls are in place
and banks and money exchangers are in compliance with
supervisory and regulatory requirements.
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Banks' Branches Operating in the Kingdom

The provisions of these rules shall apply to domestic banks,
money exchangers, and foreign banks' branches operating in
the Kingdom. All banks and money exchangers and foreign
banks' branches shall have in place effective policies,
procedures and controls to combat and prevent money
laundering and terrorist financing and other financial crimes.
Foreign banks’ branches operating in the Kingdom must apply
the requirements compatible with regulations and rules
applicable in the Kingdom as a minimum and the
requirements of the country of origin if such requirments are
stronger. They must also inform SAMA in case of being
unable to comply with the requirements, or for reasons
imposed by the laws of the country of origin.
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2.4 Overseas Branches & Subsidiaries of Saudi Banks
& Money Exchangers

As per the Saudi AML Law, these regulations are also
applicable to overseas branches and subsidiaries of all Saudi
banks and domestic money exchangers, banks and money
exchangers should ensure all their foreign branches and
subsidiaries apply the requirements of both the Saudi AML
Law and these Rules.

In addition, banks and money exchangers should ensure the
following:

1. Paying particular attention to their foreign branches and
subsidiaries located in countries that do not or
insufficiently apply FATF Recommendations.

2. Ensuring their foreign branches and subsidiaries apply
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3. Informing SAMA when a foreign branch or subsidiary is
unable to observe appropriate AML/ CTF requirements
because it is prohibited by its local laws, regulations or
other measures.
2.5  Legal Responsibilities of Banks/ Money Leaili ga g ABlpall cDlaag doidl | lediiglal) Adgpuall o,

Exchangers & Employees

The Saudi AML Law and Bylaws stipulate responsibilities,
offenses, violations and penalties that have direct or indirect
implications on financial institutions -including banks and
money exchangers- and on their staff personally. This is in
addition to the responsibilities stupiulated in the Banking
Control Law and the Decision Regulating Money Changing
Business applicable to practitioners of banking activities such
as banks, money exchangers and their employees.

(For full details of the AML Law and Bylaws, refer to
Appendix7- A):
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2.6 Financial Intelligence Unit (FIU)

The FIU shall receive reports of suspected transactions
related to money laundering and terrorist financing for their
verification and analysis and preparing reports thereof to
authorities concerned to effectively carry out their role in
combating and preventing money laundering, terrorist
financing and other financial crimes. To this end, countries
around the world have created specialized governmental
agencies, known as Financial Intelligence Units, to be the
central entities for receiving such suspicion reports.

Similarly, Saudi Arabia, According to the Saudi AML Law, has
formed a Financial Intelligence Unit (SAFIU) to be responsible
for receiving, analyzing and reporting to competent authorities
on suspicious activities.
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2.7 Cooperation Among Authorities & Banks/
Money Exchangers

Cooperation among banks/ money exchangers and various
competent authorities, in the exchange and sharing of
relevant information, is very vital in the AML/CTF initiatives.
However, such information exchange and sharing should be
coordinated and achieved only through SAMA because of the
importance and sensitivity of maintaining confidentiality of
banking and financial operations and strengthening customer
confidence in the Saudi banking system.
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2.7.1 Cooperation With Local Authorities

Under the Saudi AML Law, financial institutions are
authorized and required to cooperate and share relevant
information with local competent authorities, such as FIU and
law enforcement authorities, for matters relating to money
laundering, terrorist financing and other financial crimes.
Banks and money exchangers should, therefore, have in
place appropriate policies and procedures, as follows:

1. Establishment of a Money Laundering Control Unit
(MLCU) or appointing a designated Compliance Officer
within the bank or money exchanger, responsible -
among other things- for receiving internal reports (from
branches or other department within the bank or money
exchanger) and informing FIU of suspected money
laundering or terrorist financing activities. (Refer to Rule
4.8.4 of these Rules for details about the tasks and
responsiblities of MLCU).

2. The manner and method in which the MLCU/ designated
Compliance Officer should contact the authorities and
pass relevant transactional information to them.

3. Where records are to be provided to the authorities,
establishing the form of such records (original or copies)
and the receipt and forms to be used for providing and
receiving information by the MLCU/ designated
Compliance Officer.

4. When information is to be provided verbally to authorities,
the manner and form of such information shall be
defined.

5. In some cases, depending upon the case, a new or a
different procedure may need to be followed. For
example, in the event of a large cash transfer, telephone
notification may be quicker than filing a report especially
if immediate decision to prevent the transfer is required.

Llaal) cllalud) pa gyglaill 3V, ¥

Jaliiy 0slail) 1saY) Jud AndlSa ol Cinsas Leie allayy s Allal) bl ey
by ALl il sang Jie Gilaiiall ddaall claludl e Alall i o sladll
A Shally by dasais DIsed) Justy Aalall Jilosally (3lacty Lad @ll3g (a0 M)
Glshaly ilub Aiheall cDlaay gl 53 058 o g ald JElly ¢ @AY

t ) sadl e @y LAl gy dplia

Ahpall Jaesl @lid) Jaly G5l Jgpue et Jlsa¥) Jue Bdle sm5 o) L)
Sl Jals (AY) SNy il () Llals SedU) A Ll fe a0
sl sl 35ms olad¥) de AL Glpatll Baag U5 (Al dae
oAb Bany Cllginay slea oo daalii aag) LY disss S Jlsad)
(el o3a e £,A, 8 520l 3 J)saY)

Jpma s s} Jud &l By ani® o iag ) oluly Al st LY
laglaall Jiiy callaludl @iy JuaiVl sie dilpall Jae 5l Slil) & Gl Q5N
Lilleal) 538 Jon Leal) dlall il

bl Zaxinall gz 3lailly DY) Y Ly (Lo gonilly) L) Bl pas LY
Ul & ) AN Jypane [ JIsa) Just Ao an5 J (g0 o slaall Sl
A Dlally Faal) UL 35 i

Colbll ) Lk leslaall 3% Gasag Jla 8 Aeadiall zilailly (3plal) aaad Lt

e Al a3y alise o) g L) ) V) any B dslal) e 8 Lo
sledl Y (45K 8 Wl e e el dyead Bl 5a5 Jla (& JBa) dass
sl Jastl pias gyl LA OIS Jla 3 Lagead | o) aisi (pe gyl

2.7.2 Cooperation Among Banks & Money Exchangers
Operating in the Kingdom

Banks and money exchangers should cooperate locally and
abroad through their representatives in the Financial Crimes &
Money Laundering Committee (FCML) for AML/CTF matters.
This should be done through the exchange of information with
banks' and money exchangers' officers, and SAMA, about
cases and transactions that they may discover, or suspect to
be of money laundering or terrorist financing nature as
required by the Saudi AML Law and Bylaws. However, at the
same time they must strictly follow the legal and regulatory
procedures that aim to protect customer confidentiality and
banking secrecy. Banks and money exchangers must
coordinate in advance with SAMA in case they agree to
mutually assist or exchange information.
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2.7.3 International Cooperation

In recognition for the need to cooperate with the international
community in combating and preventing money laundering,
terrorist financing and other financial crimes, Saudi Arabia has
included provisions for this matter in its AML Law, taking into
consideration the agreed conventions and reciprocity
agreements. In accordance with the Saudi AML Law allowing,
after prior coordination with SAMA, cooperation with
international governmental authorities for cases involving
money laundering and terrorist financing, any exchange of
information with a foreign party whether another bank
(affiliation, branch, correspondent) or a foreign governmental
authority. for strictly follow the legal and regulatory procedures
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311 Definition of Money Laundering

The Saudi AML Law defines money laundering as: any actual
or attempted act aims at concealing or camouflaging the
nature or illegally or illegitimately earned property to make it
look as proceeds from legal sources. The AML Law's
Implanting Regulations states the underlying crimes relating
to money laundering.

FATF defines money laundering as: the process by which
proceeds from criminal activities are disguised to conceal
their illegal origin in order to legitimize the illegal gains
thereof.

Criminal activities, such as drug trade, illegal arms sales,
smuggling, human trafficking, prostitution, corruption,
embezzlement, and other activities of organized crimes, tend
to generate large amounts of profits for the individuals or
groups carrying out such acts. By using funds from such illicit
sources, criminals risk drawing the authorities' attention to the
underlying criminal activity and exposing themselves to
criminal prosecution. In order to benefit freely from the
proceeds of their crime, they must therefore conceal the illicit
origin of these funds.

The United Nations Vienna Convention (1988) and the United
Nations Palermo Convention (2000) provisions describe
money laundering as the process by which proceeds from a
criminal activity are disguised to conceal their illicit origin, and
may encompass three distinct, alternative acts:

1. The exchange or transfer of proceeds, knowing that they
are a result of a crime;

2. The concealment or disguise of the real nature, source,
location, placement, movement or ownership of or rights
with respect to proceeds, knowing that they are a result
of a crime;

3. The acquisition, possession or use of proceeds,
knowing, at the time of the receipt, that they are a result
of a crime.
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3.1.2 Processes of Money Laundering
There are three stages of money laundering, explained as
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follows:

1. Placement

Placement involves the introduction of illegally obtained funds
into the financial system, usually through banks. This is
achieved through cash deposits, purchase of monetary
instruments for cash, currency exchange, purchase of shares
or insurance contracts, check cashing services, retail (through
cash purchases), and smuggling of cash between countries.

2. Layering

The stage Il of money laundering is the layering, which
usually consists of a series of transactions, through
transferring and movement of funds, designed to conceal their
origin. This may involve sending wire transfers to other banks,
purchase and sale of investments, financial instruments, and
insurance contracts, fraudulent investments or trade
schemes, and the like.

3. Integration

The last stage is integration, which involves the re-entering of
the funds into the legitimate economy. This is accomplished
through the purchase of assets, shares/ financial assets, or
luxury goods, and investment in real estate or projects.
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3.2 Terrorist Financing
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3.21 Definition of Terrorist Financing

The Article 1 of the Saudi AML Law defines criminal activity
as: any activity sanctioned by Shariah or law including the
financing of terrorism, terrorist acts and terrorist organizations.
The Atrticle 2 of the AML Law’s Implementing Regulations 2.1
describes "financing terrorism, terrorist acts and terrorist
organizations includes even funds obtained from legitimate
sources".

The International Convention for the Suppression of the
Financing of Terrorism adopted by the UN in 1999 describes
terrorist financing as follows:

"Any person commits an offence within the meaning of this
Convention if that person by any means, directly or indirectly,
unlawfully or willfully, provides or collects funds with the
intention that they should be used or in the knowledge that
they are to be used, in full or in part, in order to carry out:

a. An act which constitutes an offence within the scope of
and as defined in one of the treaties listed in the annex.

b. Any other act intended to cause death or serious bodily
injury to a civilian, or to any other person not taking an
active part in the hostilities in a situation of armed conflict,
when the purpose of such act, by nature or context, is to
intimidate a population, or to compel a government or an
international organization to do or to abstain from doing
any act."

Saudi Arabia is committed to all relevant UN Security
Council’'s resolutions directed towards combating terrorist
financing and criminalizes financing of terrorism, terrorist acts
and terrorist organizations.

SAMA requires to all banks, money exchangers, and foreign
banks' branches operating in the Kingdom strict compliance
with the resolutions of the UN and recommendations of the
FATF. If a bank or money exchanger has any reason to
believe that an individual, commercial institution or
organization is, by any means, directly or indirectly, providing
or collecting funds in the knowledge that such funds will be
used for illegal purposes, it must refrain from entering into
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transactions and report to the competent authorities on such
case.

3.2.2 Processes of Terrorist Financing

The techniques and methods used to finance terrorism are
essentially similar to those used to conceal the sources of
money laundering and its uses, however, the main
differences between the two are that (a) small amounts are
often required to commit individual terrorist acts, making it
difficult to track terrorist funds; and (b) terrorists can be
financed by legitimately obtained funds, making it difficult to
identify the stage at which legitimate funds become terrorist
funds. Terrorists may derive their finance from a variety of
sources, often combining both lawful and unlawful funding.
The forms of financing can be categorized into the following
types:

1. Financial Support

This finance could be in the form of charitable donations,
community solicitation and other fund raising initiatives, which
may come from entities or individuals.

2. lllegitimate Sources
This finance is often derived from criminal activities such as
money laundering, fraud and other financial crimes.

3. Legitimate Source
This form of finance may fully or partially originate from
legitimate business activity.

33 Typologies

The various techniques or methods used to launder money or
finance terrorism are generally referred to as typologies. A
typological study is a useful tool to examine in depth a
particular issue of concern to provide a view and knowledge
on emerging interconnected risks and how they should be
addressed.

FATF and MENA-FATF regularly issue studies relating to
typologies of money laundering and terrorist financing. They
can be found on

www.fatf.org/pages

http://www.menafatf.org/images/UploadFiles/ML -
TE_Trends_and_Indicators_in_the MENA_ Region_Arabic.pdf

SAMA also issued circulation No. 5403/MAT/12263 dated
6/3/1432H. to all financial institutions, , regarding typologies of
money laundering and terrorist financing. Banks and money
exchangers should update their systems with the new
typologies applicable to their businesses. The following are
examples of the typologies relating to money laundering and
terrorist financing:
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Alternative remittance services (hawala, hundi, etc.):
Informal mechanisms rely on trust-based networks for
remitting funds. They often work in parallel with the
traditional banking sector but they are illegal. They are
exploited by money launderers and terrorist financiers to
move funds without detection and to obscure the identity of
those controlling them.

Structuring (smurfing): A method involving multiple
transactions (deposits, withdrawals, transfers), executed
often by various people and high volumes of small
transactions and sometimes various accounts to avoid
financial institutions’ obligations of threshold reporting.
Currency exchanges: Used to assist with smuggling
funds to another jurisdiction, exploit low reporting
obligations on currency exchange houses, and minimize
risk of detection, e.g., purchasing of travelers checks to
transport funds to another country.

Cash couriers/ currency smuggling: Concealed
movement of currency across borders to avoid transaction/
cash reporting measures.

Use of credit cards, checks, etc.: Used as instruments to
access funds held in bank accounts, oftenin another
jurisdiction.

Purchase of valuable assets (e.g., real estate, vehicles,
shares, etc.): Criminal proceeds are invested in high-value
negotiable goods, taking advantage of reduced reporting
requirements to obscure the source of such proceeds.

Use of wire transfers: To electronically transfer
funds between banks and often to another jurisdiction to
avoid detection and confiscation.

Trade-based money laundering: Usually involves invoice
manipulation and uses trade finance methods and
commodities to avoid financial transparency laws and
regulations.

Abuse of non-profit organizations:  Non-profit
organizations may be misused to raise funds for terrorist
purposes, obscure the source and nature of funds and to
distribute funds to finance terrorism.

Investment in capital markets: Obscuring the source of
criminal activities’ proceeds by purchasing negotiable
instruments, often exploiting relatively low reporting
requirements.

Mingling (business investment): A key step in money
laundering involves combining proceeds of crime with
legitimate business funds to obscure their source.

Use of shell companies/ corporations: A technique used
to obscure the identity of persons controlling funds and to
exploit relatively low reporting requirements.

Use of offshore businesses, including trust company
service providers: To obscure the identity of people
controlling funds and to move monies away from
monitoring measures of domestic authorities.

Use of legal arrangements, brokers, trustees, or third
parties, etc: To obscure the identity of persons controlling
illicit funds.

Use of foreign bank accounts: To move funds away from
measures of domestic authorities and obscure the identity
of persons controlling illicit funds.

Identity fraud/ false identity: Used to obscure identity of
those involved in money laundering and terrorist financing.
Use professional services (lawyers, accountants,
brokers, etc.): To obscure identity of beneficiaries and the
source of illicit funds. This may also include corrupt
professionals who offer ‘specialist money laundering
services to criminals.
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4. Policies and Standards oaileally clabuwd) .¢
4.1 Risk-Based Approach b, de el el V.8

Banks and money exchangers shall adopt a risk-based
approach in designing their Anti-Money Laundering (AML)
and Combating Terrorist Financing (CTF) programs to ensure
that measures used to mitigate money laundering and
terrorist financing are commensurate to the risks identified in
their organizations. This will also allow resources to be
allocated in the most efficient ways. Some of the benefits of
utilizing the risk-based approach is verification of levels of due
diligence measures by banks or money exchangers as
follows:

1. Allowing banks and money exchangers to differentiate
between risks of customers in a particular business by
focusing on the highest risks of them, thus improving the
overall outcome of the process;

2. While establishing minimum standards, allowing a bank
or money exchanger to apply its own approach to
systems, controls and arrangements in particular
circumstances, thus allowing more flexibility as risks
evolve; and

3. Helping to create the best management of risks and cost
effective system.

It should be born in mind that application of a risk-based
approach does not release any type of business or customers
from verification of (KYC) basic requirements or from meeting
customers due diligence (CDD) requirements used to restrain
transactions of money laundering and terrorist financing.

A risk-based approach will serve to balance the burden
placed on banks and money exchangers and on their
customers, along with a realistic assessment of risks of
business being used in money laundering or terrorist
financing by focusing efforts on areas where they are needed
and have the most impact.

Banks and money exchangers may face some challenges
that must be considered while implementing the risk-based
approach. These challenges should be regarded as offering
opportunities to implement a more effective system in
combating activities of money laundering and terrorist
financing. Some of these challenges can be summarized as
follows:

1. Risk Assessment Methodology: Identifying appropriate
information to conduct a precise risk analysis and overall
assessment.

2. Judgmental Decisions: Greater needs for more specialist
staff capable of making sound decisions regarding
identification and evaluation of risks.

3. Transitional Costs: Costs relating to transition from
prescription method to risk based method.

4. Cautious Factor: Regulatory entity’s response to diversity
of methods of doing business.

The risk-based approach requires certain actions to be taken
in assessing the best cost effective methods and their
appropriateness to the management and in mitigation the
risks of money laundering and terrorist financing faced by a
bank. These actions are:

1. Identifying risks of money laundering and terrorist
financing that are relevant to the bank or money
exchanger to ensure a well-built foundation for the
approach used and well-understood risks.
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2. Assessing the risks identified by bank’s or money
exchanger from all the following aspects:
a. Customers;
b. Products and services;
c. Service delivery channels;
d. Geographical area of operation.
The weight given to the above risk aspects in assessing
the overall risk of money laundering and terrorist
financing may vary from one bank or money exchanger
to another, depending on their respective circumstances.
Consequently, each bank or money exchanger will have
to make its own standard of assessing the varieties of
risk.

3. Establishing and implementing monitoring controls to
mitigate these assessed risks.

4. Monitoring and improving the effective operation of such
controls.

5. Recording appropriately what has been done and
explaining the reasons and rationale.

The Risk-based approach may contribute to identifying

suspicious activities as follows:

1. Directing additional resources towards areas identified by
a bank or money exchanger as high-risk areas.

2. Expansion in investigation process is dependent on the
risks identified.

3. A bank or money exchanger shall use information
provided by authorities to identify and report suspicious
activities.

4. A bank or money exchanger must periodically assess the
adequacy of its identification system of suspicious
transactions and reporting thereof.

FATF regularly issues studies on risk-based approach. Such
studies can be viewed at:
http://www.fatf-gafi.org/dataoecd/45/1/43249256.pdf
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4.1.1 Business Risk Assessment

Banks and money exchangers shall conduct and document
the above business risk assessment and update this
assessment on an annual basis to identify changes in their
business areas (e.g. organizational structure), their customers
and the jurisdictions with which customers are connected,
and their products and services and how they should be
delivered. Banks and money exchangers shall build their
AML/CTF compliance programs based on the conclusions of
the business risk assessment. To achieve an adequate
assessment, banks or money exchangers shall consider the
possibility of exposure to money laundering and terrorist
financing risks by:

1. Covering all risks posed by money laundering and
terrorist financing relating to different businesses within
the bank or money exchanger.

2. Considering organizational factors that may increase the
level of exposure to the risk of money laundering and
terrorist financing, e.g., business volumes, capacity
issues, and authorisation of others for account
management.

3. Considering the nature, scale and complexity of
business, the diversity of their operations (including
geographical diversity), the volume and size of their
transactions, and the level of risk associated with all
areas of their business.

4. Considering the type and nature of customers and their
businesses, focusing on the ones defined as high risk
(political persons, charity associations, jewelry shops,
etc. ..).

5. Considering any additional risks posed by the
jurisdictions with which customers (including brokers and

Jued) jhlia apdi  1,0,¢

Gle 5yl Jee¥) Lhlie o Llee shal dhall cDlaey gl e
i) pellect dlae o cipla ) @il yoatl Ugin il 138 Cunns we Lk,
s (3phag agileddy agilatieg aaidlee L Jaiy Al Jsally agiDlac s ((candatill (Sl
Lalall W) el gy Adluall Blang dadl e ays L cilanally cilaiiall o3
Jhlie auii vie hlaal yaat @ e 2l Gl disdy dIsed) Jut 3884 agy
anys ey ol 8 ) @l bl Jaesl @il e aay WS L JleY)
B8V P Ge Gulie aafi ) Jgeasl daY Gl disais Jsa) due hlad
tob o laey)

Jlee YL dalially Clay) disais Jisa¥) e Lo ) Dhlaa) aaen Lhais )
dlpall Jaal el Jals dabial)

Jisais Jsa¥) Jugyhlial (el (gsime a5 8 ) Ladall Jalsal) sleha .Y
sl 8ol AV (asity Alaiin) 5l Jleel) aaa Jia cclay)

gl Gy 3 L) clleall g3, clgladas leanas JheY) daph slebe LY
cJendl Ve (S5 ALl i) da a5 ccililand) laias anay o g3ad)

e hlae @3 Lgljads et el e 58 5illy aellecl s odlanll daglas 5 .8
N (G ECV PRSI Ul POW FETEN LR EEDEN | Ry tTRnEme )

L) eShaall Ly dodlty 3 (gAY Jall oo dails Tdla) lalie &l agagslela .0
oy Sl L ety ) lalaall 5l ey (loadl et g ¢ Unigll SlI3 b
apall Al i) Jie dalgall o aelly a1 Jso ae Alall @l lEal)
L)y pid Al e Jead) clilaiy sldlly 55l ajia) (el cAedaiall
clY) dasais JIsa¥) Ju aia

Page 17 of 70



http://www.fatf-gafi.org/dataoecd/45/1/43249256.pdf
http://www.fatf-gafi.org/dataoecd/45/1/43249256.pdf

SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

service providers) are connected. Risks exposed to by
banks in their relationships with other jurisdictions are
sensitive to a number of factors such as high levels of
organized crime, increased vulnerabilities to bribe and
corruption, and inadequate scopes of work for preventing
and detecting money laundering and financing of
terrorism.

Considering the characteristics of the products and

services provided by banks or money exchangers and

assessing the associated vulnerabilities posed by each
product and service, including service delivery methods.

For example:

a. Current accounts and money transfers, which are
more vulnerable because they allow funds to be
transferred to and from third parties, including cash
transactions.

b. The use of third parties such as a group entities,
service providers and brokers to obtain information
about the customer.

c. Brokers’ combined accounts are more vulnerable
because of the anonymity of the source of funds due
to the mingling of assets or funds belonging to
several customers by the broker.

d. Conversely, products that do not permit third party
transfers or where redemption is permitted only to an
account from which the investment is funded will be
less vulnerable.

Considering how they establish and deliver products and

services to their customers as risks are likely to be

greater when relationships are established remotely

(non-face-to-face), or when transactions are controlled

remotely by the customer (straight-through processing of

transactions).

Recording, updating and retaining their business risk

assessment.

Ll iy Adpall Jae o el Leadty 3 leadlly cilatial) palliad slel .1
e S o Gl disais dIseY) Jut clilend (] 4ali e Cixaall
gt (e )y Aeaad) i Gyl Glld b Lay daadg
Wpay mant Y Aape ST s S dimil) Ales dplall clibial)
sl leal @y b Ley 26 G s e Jlsed)
elangly clastll adies Sluwsall (o desana Jio 46 GhkI aladinl .o
cdaend) e Clasles o Jsaanl]
Ul Jame dalst Cun clinla JSI elhsll dsantll Sl sz
sl P e e e Daad aga3 ) JIs) ol Jpual) s dais
O s digad Glleny s ¥ Al sl et (Slae 3 ey L0
Cluall ) L L asanse I3 Blee (3&5 Sua f b Gl s
Y Jagais Jlse¥) Jut illond Limpas S8 L) g 4 3
0S5 halaall o) (58 e Dlaall ) cilaaally chlatiall iy Gurnli LaSsleln LY
L oSl A1) die i (4! e ) 20 o B Gl e ST s0le
S(lleall HELall dgall) Jaeall Jd (e 20 G
JleeY1 Hhlie i e Jalially Cunats cJins LA

4.2

AML / CTF Compliance Programs
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The Saudi AML Law requires financial institutions to develop
appropriate AML/CTF programs which should include, as a
minimum, the following:

1.

Internal AML/CTF policies, measures and controls and
informing the staff thereof including ID verification and
due diligence measures, maintaining records, monitoring
of transaction and compliance with the requirement of
reporting suspicious transactions.

Appropriate arrangements for compliance management
and appointing a compliance officer to ensure
compliance with AML/CTF requirements. He should work
independently, have the power to communicate with a
superior management level, and have the right to view
customers’ identity data, due diligence information and
other related transaction records.

Establishing an independent accounting and auditing unit
provided with adequate resources for testing compliance
with such measures, policies and controls in accordance
with the risk-based approach.

Developing ongoing training programs for all employees
and the specialized to keep them informed of new laws,
instructions and any updates in the area of combating
money laundering to upgrade their skills in identifying
such operations, their patterns and the method of
combating them.

Application of test measures to ensure availability of
highly efficient standards for appointment of employees.

Therefore, banks and money exchangers should prepare
adequate AML/CTF compliance programs, basically covering
the following elements:
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1. Setting out, as mentioned above, detailed elements for
the compliance program and plans and strategies by
banks or money exchangers for ensuring compliance
with their written policies and measures to effectively
cover AML and CTF requirements.

2. Including review plan and self-assessment to monitor
effectiveness of AML and CTF controls.

3. Detailing assigned responsibilities and identifying actions
to be taken during the year in addition to any pending
correction actions stemming from accounting and
auditing operations.

4. Including appropriate staff awareness programs and
training plans over the year.

5. Preparing and revising the compliance program on an
annual basis to ensure its effectiveness and inclusion of
the changing typologies of money laundering and
terrorist financing risks.

The program should also include what has been achieved in
the risk-based approach and the rationale of such
achievement. Therefore, each bank or money exchanger
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1. How a bank or money exchanger assesses threats and
risks it exposed to in money laundering or terrorist
financing.
2. How a bank or money exchanger applies appropriate law
or takes appropriate actions based on risk assessment,
including due diligence requirements.
3. How a bank or money exchanger monitors enhancement
of the effectiveness of its system and procedures.
4. Reporting process to senior management on
performance of control measures.
4.3 Know Your Customer Principle (KYC) e i) T Y, ¢

The KYC principle is intended to enable a bank or money
exchanger to have an appropriate perspective that it knows
the true identity of each customer with an appropriate degree
of confidence and knows the types of business and
transactions the customer is likely to undertake. In order to
follow that principle, measures of banks and money
exchangers should include the following arrangements:

1. Identification and verification of all permanent and casual
customers and beneficiaries owner on a continuous basis
and in accordance with the Rules Governing the Opening
of Bank Accounts and the General Operational
Guidelines.

2. Identification and verification of beneficiaries owner of all
transactions executed by customers to an extent that
ensures their perfect understanding.

3. Assessing risks connected with different types of
customers and taking proper measures for enhancing
requirements of identification and verification of
customers or beneficiaries owner.

4. Adopting proper measures that ensure updating
requirements of identification and verification of
customers and beneficiaries owner on a continuous
basis.

5. Following up changes in the identity of customers and
beneficiaries owner and taking the necessary decision on
their impact on control and supervision requirements.

6. Making records of identification of customers and
beneficiaries owner available to the compliance officer
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entrusted with ensuring compliance with AML/CTF
requirements and to other relevant officials.

7. Verification of the identity of customers and beneficiaries
owner from authenticated and autonomous sources.

4.3.1 Customer Identification Process

The Saudi AML Law and its Implementing Regulations
require financial institutions not to carry out any financial,
commercial or similar operations under anonymous or
fictitious names. Banks are also prohibited from opening or
dealing with numbered accounts. Banks and money
exchangers must verify the identity of the customer and
beneficiaries owner depending on official documents provided
at the start of dealing with such customer or upon concluding
commercial transactions therewith in person or in proxy.
Banks and money exchangers must further verify legal
person’s official documents that indicate the name of the
entity, its address, names and addresses of its owners,
managing directors, and any other relevant data.

Banks and money exchangers should , as a minimum, apply
the following rules for appropriate identification of customers
and beneficiaries owner:

1. Establishing valid identification by reference to proper
and official documents provided for in the SAMA’s Rules
Governing the Opening of Bank Accounts and the
General Operational Guidelines in Saudi Arabia.

2. At the outset of the relationship or account, obtaining a
copy of the customer identification documents and
verifying them against their original.

3. Obtaining SAMA approval for opening accounts or
establishing relationships with non-residents, except with
GCC citizens.

4. Not to open accounts for or establish relationships with
any non-face-to-face customers (refer to SAMA’s Rules
Governing the Opening of Bank Accounts), and subject
all accounts to interview and identity verification.

5. Identification is not limited to customers having accounts
at the bank; it should also include those who benefit from
other banking or financial services, such as credit cards,
express remittances, large transfers/ transactions,
foreign exchange transactions and safe deposit boxes. It
should also cover owners, authorized signers, holders of
powers of attorney, directors, trustees and partners.

6. Setting a systematic measure for identifying customers
and not to establish any relationship or process any
transaction until the personal or commercial valid identity
of the individual or legal entity has been verified
satisfactorily.

7. Obtaining customer personal information, such as name,
address, signature, contact telephone numbers,
occupation, source of funds/ income or wealth, and other
information depending on the type of customer, as stated
in the SAMA’s Rules Governing the Opening of Bank
Accounts.

8. Requesting from the customer to provide information
about any existing bank accounts or relationships with
other local banks, which should be followed up if
suspicions arise.

9. Conducting further due diligence and efforts if there are
doubts about the integrity or accuracy of previously
obtained customer identification data and, in such case,
re-verifying the identity of the customer and re-assessing
the relationship.

10. Not to accept any transactions from walk-in customers,
with the exception of transactions stated in the SAMA’s
Rules Governing the Opening of Bank Accounts.

11. No new accounts, business relationships or transactions
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should be accepted, and any freezing any existing
account, business relationship or transaction when:
a. ldentity of the customer cannot be verified;
b. Identity of the beneficial owner is not known; and/
or
c. Failure to obtain information on the purpose and
nature of the relevant business.
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4.4 Customer Due Diligence (CDD)
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Application of due diligence means the effort made by banks
and money exchangers to monitor financial transactions of
customers and beneficiaries owner, ensure they understand
them, and verify all business of customers, data required for
opening bank accounts or establishing a banking relationship,
and ensure their authenticity and clarity.

Instructions require banks and money exchangers operating
in the Kingdom to apply basic due diligence measures on all
permanent and casual customers and beneficiaries owner.
Such measures shall be continuous and consistent with the
risk level of business and transactions of customers as
follows:

1.

Following up activities of financial transactions and their
consistency with the purpose provided upon opening of
the account.

Due diligence is required upon establishing a business
relationship, execution of casual transactions over the
single or aggregated disclosed limits or being suspected
of their connection with money laundering or terrorist
financing, regardless of exemptions or limits specified for
amounts of transactions, or if there are doubts about the
accuracy or adequacy of previously obtained customer
identification data.

Verifying any person (natural or legal) acting on behalf of
the customer and ensuring validity of such action.

Identifying persons (natural or legal) who have control on
the customer.

Increasing level of due diligence with respect of those
customers business relationships that are determined to
be of higher risk. This may be the result of the customer’s
business activity, ownership structure, volume or types of
potential or actual transactions, including those
transactions involving higher risk countries or defined by
the applicable law or instructions as posing higher risk,
such as correspondent banking relationships and PEPs.

Simple CDD measures and arrangements are not
acceptable whenever there are suspicious transactions of
money laundering or terrorist financing

The CDD requirements may be reduced with respect to
low risk relationships, such as:

a. Companies listed in the Capital Market which are
subject to regulatory disclosure requirements.

b. Other banks or financial institutions (domestic or
foreign) working within the AML/CTF system in
consistency with the FATF Recommendations.

c. Individuals whose main source of funds is a salary,
pension or social assistance from identified and
appropriate sources and where transactions are
commensurate with the source of funds.

d. Transactions involving small amounts or particular
types of transactions.

Thus, when designing and implementing controls related to
due diligence to manage and mitigate the identified risks,
according to the risk-based approach, banks and money
exchangers should follow the following steps:
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1. Managing and mitigating the identified risks by
developing measures to verify the customer's identity;
collect additional information about the customer and
monitor the customer’s transactions.

2. Establishing control measures for:

a. Introducing a customer identification program,
actions of which vary appropriately with the
customer’s risks in the area of money laundering
and terrorist financing.

b. Requiring the quality of evidence, documents,
technologies, and third-party guarantees to be of a
specific standard.

C. Obtaining additional information on the customer.
Such information should be appropriate to the
customer's assessed money laundering and
terrorist financing risks.

d. Monitoring customer’s transactions and activities.

3. Establishing a customer identification program that is
graduated to reflect risks, involving:

a. A basic database, held in which all data on
customers.

b. Basic verification requirements for all customers.

C. More extensive due diligence on acceptance of
higher risk customers.

d. Specific basic measures for identity verification of
low risk customers and products.

€. Monitoring the customer's activites and
transactions based on the risk assessed.

4. Investigation into the customer's source of funds and
wealth for higher-risk customers.

5. Developing monitoring guidelines for high risk customers
versus low risk customers.
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4.4.1 Beneficiaries owner (Natural & Legal)

Banks and money exchangers should verify the beneficiaries
owner of all accounts and relationships and should conduct
due diligence on all final beneficiaries owner in accordance
with the following:

1. Natural Persons

When the account or relationship is in the name of an
individual, the bank or money exchanger should determine
whether the account is used in the interest of the client in
whose name it was recorded and for the purpose for which it
was opened. If doubt exists, the bank should establish the
capacity in which and on whose behalf the customer is acting.
Identity of the beneficiaries owner, should be established to
the bank’'s or money exchanger's satisfaction by reference to
official identity documents. Banks and money exchangers
should also ensure that any person claims to act on behalf of
the customer, is so authorized, and identify and verify the
identity of that person.

2. Legal Persons / Companies

Where the customer is a legal person/ company or
establishment, the bank or money exchanger should
understand the ownership structure of the establishment or
the company sufficiently to determine the provider of funds,
principal owners of the shares and those who ultimately own
or have control over the assets such as the directors, based
on the memorandum of  association of the
establishment/company and those with the power to give
direction to the directors of the company in accordance with
the company's articles of association.

With regards to a joint stock company, the bank or money
exchanger should establish the identity of all shareholders or
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beneficiaries owner who own 5% and more of the company's
shares. Banks and money exchangers should obtain
documentary evidence of the legal entity and existence along
with the identity cards of stakeholders including the actual
natural persons owning or controlling the entity in accordance
with the Rules for Opening Bank Account and General Rules
for their operation issued by SAMA.

In all the above cases, if a customer states that he/she is
acting on his/her own, then a declaration to this effect,
whether as a separate document or as a part of the account
opening agreement, should be obtained from the customer,
as follows:

a. For new customers: at the time of opening an account,
establishing a relationship or conducting a significant
transaction;

b. For existing customers: whenever there is a suspicion that
the account, relationship or transaction is being used for a
different or illegal purpose, thus requiring more
information from the customer during the mandatory
continuous updation of customer information, as per the
Rules Governing the Opening of Bank Accounts by
SAMA.
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442  Customer & Transaction Profiling

Banks and money exchangers should have a process in
place to capture sufficient information about customers, and
their anticipated use of their products and services, that will
allow to develop a customer profile of expected activity to
provide a basis for recognizing unusual and higher risk
activiies and transactions, which may indicate money
laundering or terrorist financing. The information should be
obtained at the establishment of a relationship or opening of
an account and prepared for all types of relationships,
including accounts and credit cards.

The extent and nature of the information details depend on
the different types of customers (individual, corporation, etc.)
and the different levels of risk resulting from the customer’s
relationship with the bank or money exchanger. Higher risk
relationships, accounts and transactions will require greater
scrutiny than lower risk ones.

The information should be kept up-to-date and monitoring of
activity and transactions should be undertaken throughout the
course of the relationship to ensure that the activity or
transaction being conducted is consistent with the bank's or
money exchanger's knowledge of the customer. Customer
Profiles and Transaction Profiles should be reviewed and
updated continuously whenever there is a suspicion of illegal
transactions or activities.

1. Customer Profile

A customer profile is a means of collecting detailed
information on a customer or an account/ relationship.
Depending on the type of the customer, profiling will include
basic information such as owners' names (including beneficial
owners), partners, shareholders (except for minor
shareholders of a joint stock company, holding less than 5%),
authorized signers, power of attorney holders, etc,;
customers' addresses including phone numbers, postal and
street/ location address, e-mail, fax, etc.; purpose and the
intended nature of business relationship, information of the
business activities, financial information, capital amount,
source of funds, source of wealth, branches, countries and
products dealing in, etc. At the discretion of the bank or
money exchanger, this could be an automated process.
Customer identification information and documents should be
Remain continuously at customer profile.
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2. Transaction Profile

A transaction profile should be prepared to capture the
number of transactions expected to be used by a customer,
and the value of transactions for an average month, for each
product and service. Banks and money exchangers should
develop a system using specialized software to provide
automatic preparation of transaction profiles and detect
unusual patterns of transactions and trends that may indicate
suspicious activities that are not consistent with initial
assessments or expectations. All efforts should be made to
establish the source of funds to the bank's or money
exchanger's satisfaction and the customer and transaction
profiling methodology should assist in establishing source of
funds.

Transaction profile is not required for employed/ payroll,
pension and fixed-income individual accounts or
relationships, whose source of funds and usage of account
can be determined, provided the account or relationship is
used for the intended purpose. However, for accounts and
relationships used for business purpose and for high-risk
accounts, an appropriate transaction profile based on risk
assessment, should be prepared to include all types of
products and services expected to be used by the customer
in the account, during the period of a month, the number of
expected transactions, and their estimated monetary value,
especially for high-risk products/ services such as cash,
transfers, etc. The transaction profile should be reviewed and
updated continuously to establish continued consistency
between the profile and the actual transactions. Major
inconsistencies should be investigated.

Banks and money exchangers may prepare a transaction
profile on the basis of generic expected activity and
transactions for certain types of products and services,
however, for more complex products or services a tailored
transaction profile will be necessary.
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4.4.3 Name Checking of Designated Persons

Saudi Arabia is committed to all relevant United Nations
Security Council Resolutions directed towards compating
terrorist financing. The UN, through its Security Council
Resolutions (UNSCR 1267 of 1999 and successor
resolutions), issues a listing of "designated persons"”, that are
subject to certain sanction measures. Based on Saudi
competent authorities' instructions, SAMA also notifies banks
and money exchangers the names of "designated persons”
and requires banks and money exchangers to implement the
Saudi laws and the UN resolutions in this regard, including
freezing of assets of individuals and entities who have been
categorized as designated persons by UN or SAMA.

The following measures should be implemented by all banks
and money exchangers:

1. Put in place an effective process to check all their
customers' names (individuals, entities, beneficial
owners, etc.) against the names that have been
categorized as “designated persons” by SAMA and the
UN, prior to opening account, establishing a relationship
or conducting a transaction, especially for transfers in
which case both the remitter's and the beneficiary's
names should be checked.

2. In case a customer has been identified as being a
“designated person”, immediately freeze the account,
relationship or the transaction and notify SAFIU and
SAMA, giving full details of the account or transaction.
The account or transaction should continue to be frozen

O ¢ o) Baaiall ad¥) ailgh Lo cpagtall GalREW) slaud a Ea3) ¥,¢,¢

Aaiial) el clalud)

Al @l saaiall adll ) el Gulae IR gaeny D gl yyal) ASLedll o3
D8 AV Gudae A A Gay Bandiall adY) asfis Y] disad AadlSe 2ualaly
ol Al laaly (3 @bl 21999 Slall VYY) ) ulae
Alaid) Dol clbll o8 WS Aglial) Glslayl Gaed Geaalall o)
ol il Age e dihall Claay sl lpasand Ay ABles ciladed laaly
A L ety sl cilaail) 345 Al By ) o llays gasaad)
Llailaill 53 e Guiicadd) GULSH o @0 LI J o) diaa

R [P E R EL POPRE UV i3 U

Opisally LS5 b)) e Mandl slad paen (o Biaill Ald Cleha) quias
Glhldl Jd oe "omote palisll cila Al sled) Qlie (&) couiaad)
Lapad dgleall eln) S Al a1, Cluall i 8 525301 a1 ddad)
Oe 38 sland e i) Camy A 038 By cJlgat) disas cililee ) dasailly
<)y Jaall

iy Cdaall ladatl) gl i) aaV) SlE b zyae Juee dpng Al Jla
gl LI Sl sany adty Aed) 3D Gluadl dead 1y
Adedl 5 cleall ge AL Jualiill sl cgagmadl cpall S duinsas
sl pal) S Aage ot o) Y Adeadl S Glaall yasd e
bl Jae o el ) cilgaa gl

)

Page 24 of 70




SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

until SAMA provides its direction to the bank or money
exchanger.

3. For the purpose of continuous monitoring and suspicious
should be reported to SAMA as per SAMA instructions.

4. Banks and money exchangers should also obtain the
UN sanctions list from the following website:
http://www.un.org/sc/committees/1267/consolist.shtml

5. Ensure to continuously check the UN List and keep it
updated in their records.

6. Observe sanctions lists issued by other countries, check
all transactions and transfers against these lists, to avoid
potential legal conflicts with the banks' or money
exchangers' customers or with banks or financial
instituations in other countries, and to prevent the
customers' transactions or transfers from being blocked.

7. In case an asset (account, relationship, transaction, etc.)
has to be unfrozen because the designated person has
been de-listed (removed from the sanctions list) by the
UNSC, notify SAMA for approval to release the frozen
assets of the customer. For names previously frozen at
SAMA's instructions, SAMA will provide the bank or
money exchanger with instructions to release the frozen
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Every relationship, account or transaction should be risk
assessed from a money laundering and terrorist financing
perspective. The complexity of the risk assessment process
should be determined according to factors established by the
business risk assessment.

The basis for the customer risk assessment should include
factors such as:

1. High-risk jurisdictions/ countries, as defined by UN or the
list of non-applying or inadequately applying countries of
FATF's Recommendations, as explained in Rule 5.2;

2. High-risk businesses or customers, as explained in Rule
4.6;

3. High-risk products and services the customer may be
dealing in, as explained in Rule 5.1;

4. The delivery method, such as the way the relationship is
set up (directly/ face-to-face or indirectly) or the manner
the products/ services are delivered to customers (e.g.,
internet, phone banking, etc.);

5. Other risk variables should also be considered when risk
assessing a customer, as explained in Rule 5.3.

Customers to whom one of the above high-risk categories
applies should be rated as high risk. However, the rating
could be changed to a lower risk, provided the customer
profiling is considered satisfactory and the rating change is
justified and approved by a senior management. Such
accounts classified as high risk should be subject to
enhanced due diligence, closer monitoring and their risk
statuses reviewed and updated continuously.
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4.6 Customer Risks
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Customer risks are those that a particular customer or a
category of customers may create due to their activities or
behavior. Determining the potential money laundering or
terrorist financing risks, to the extent that such risk can be
identified, posed by a customer, or category of customers, is
critical to the development of an overall risk-based
framework. Based on its own criteria, a bank or money
exchanger should determine whether a particular customer
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poses a higher risk and the potential impact of any mitigating
factors on that assessment. Banks and Money Exchagers
shall classify all their customers based on risk . Application of
risk variables may mitigate or aggravate the risk assessment.

The types of customers or relationships, and the potential
risks they may pose, are described below:
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4.6.1 Individual Personal Accounts

These are accounts of individuals who open personal
accounts for non-commercial and personal use. This category
includes mainly employed/ payroll, fixed-income, pensioners,
and self-employed individuals. Such personal accounts
normally constitute a mass consumer business for many
banks and generally do not involve close relationship
management by a specific relationship manager. The sheer
number of these accounts and the scale of transactions,
usually small tickets, make the processes of monitoring
demanding for banks.

While the AML risks for employed/ payroll individuals,
pensioners and fixed income may be regarded as low, due to
the fact that their sources of income can reasonably be
established and are generally of smaller value, banks should
be alert and exercise more due diligence for individuals who
are self-employed. For these customers, it is difficult to
reasonably determine their sources of income due to lack of
any formal/ official supporting documents. In addition, self-
employed individuals are relatively of higher risk due to their
free-lancing activities. They may act as agents, on behalf of
others, in real estate or other activities and receive a
commission in return. However, they sometimes use their
accounts as a transitory depository for their customers' funds,
relating to a deal, pending final disposal. This poses
additional AML risks for these accounts.

The following rules should apply as minimum standards for
accounts of individual customers:

1. Employed/ Payroll, Pensioners & Fixed Income
Individuals

These are individuals who are employed/ on payroll, on
pension or with a regular fixed income and whose main
source of income is derived from salary, pension, social
benefits and the like, from an identified and appropriate
source and whose transactions commensurate with the funds.
Such customers are considered as low-risk and the following
basic information is sufficient to constitute customer profile:

1. Obtaining proper and valid identification of the customer
as stated in SAMA Account Opening Rules.

2. Ensuring customer's identification shows ID number,
name, nationality and date/ place of birth.

3. Ensuring customer is not a PEP; otherwise extra due
diligence is required as per Rule 4.5.4.

4. Obtaining address and telephone/ mobile number. Also
fax number and/ or e-mail address, if available.

5. Account is used for the purpose intended and not for
commercial purpose; otherwise it should be treated as
commercial account and additional information on the
business activity obtained.

6. Taking reasonable measures to determine source of
funds/ income; for example, using any one of the
following means:

a. Employment identification card for government,
public and private sectors employees;

b. Payroll slip, pension slip (for pensioners),
electronic or paper salary certificate, or letter from
employer;

c. Copy of statement of another bank if salary is

Ao dl) Lnaddl) eliluall 3,0,

Gy Galall Al Laddl) cilluall mity (pasty ol AEY) Gllua 48,
DV e Eially i) Jaaly el ) cillua 5l oda Jadiiy gylaill dlasiu
& L clelail 5,8 Yol sale Lol clluall oda JRiy L agsbuad (slany ¢l
2l Gy woame GBle i i e Al 5 380 3)1) sale Jedi Y saae s
Clhlee (o Jzad dpina e sale (5S85 Ally Glleadl aany Sllual) o3¢ sl
sl e Tl Dyl 281540

paelially sl llia Glaal 3 JsaY) due Jhlse i) (S g i
Jsine S8 baanat (Say Jaall jalias of 080 agmy Glldy Aumitie il Jaall (553,
Gl edaall eVsa ) Al IS L agibaal Goleny o Y1 Y daally L
Ll sl 3gms (& ol s Jad) aiae Jgine <0 sad o Ginay
Lllall alaall (953 (e pgd) agalund (psleny cpdl ADAY) Caiiay @lld ) dalia) L4540,
aady) 3 oAl e ALl NS dbiay Gsleny 8 Cumy Baseial) agilail ) dally
Ul (perting agly ey Jlie Agee o olanyy gaY) Aail) ff 456
Ry el Gon ) Lo Dby Aaleiall aglae Jige¥ Ciisall £ 123U agiblin
Lbluall 03] Jlse¥) Jue dadlle Hlalad dunally bl 3y5la a1 138

YD eDland) Cililead Lpnlid yulaaS 4000 )@l Guasiy

il Jaall ggdp Cpaeliially eyl laual a8 0
el Ally ol il Jaall g el S eclg ) olaal SAY1 aas
Jsay 3aa jime Gag ey ) Loy Lelaay) clleYly ccihll o i)l aglas
i i) e ¢Slanll £ V5o el (Says Jlse¥) 038 s we agililec (365 cpdlls

t el ila glae JREAT 41K AN 00l Gilasbaall 2e3 Cuay dcasdiiall i)

eldll e a5 WS daeall Losliey Jsniadl Gyl L e Jsasll )
cgasmadl il 8 Lase e 8plally Cilluall midy ALalal)
OMSafglis Apmially canly isell Ailay o8y o Jaidi Jaaall Bsn o 0 W LY
RENA]
Jh oy Gl G Al oy thabn Wae Lasd Gul Juead) of 0 st Ly
.£,0,% saclall iy dualgl) Aliall el yal
oSl a8 Loaly cJlsall Caled) s il Gl iy Olsiall (o Jpaall £
Dasie S dla B g adl Glsies)
43la I WA ¢(5)lad (gl Gals costhaall (mjall aasivee luall o) e SEI L0
Ll Jo 4dla) Glaslea o Jomnll o Suny (g)lad GluaS Jaled o o
Lolal)
lgle Jsmall (Say iy Jaal) [ Jsed) hme sl dulidl) clehal) 2asl 1
sl Qs e 2000 Jila gl e Gl S (e
coalally alall e Uaills de Sall il el Joal) dillay
o Loy aSY) bl saledy (oueliiall) aclil) caly Lladly el el o
alad) e s S 484
) Gl Wl 5 a8 AT el b Jaenl) Glia (R3S (e A oz
il ) 5pdlae bl J3A Jla B Adla) Clegles e Jpasll ai ¥ 2

Page 26 of 70




SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

transferred to that bank;

d. If salary is directly transferred to the same bank
(individually or through payroll system) no need of
further evidence;

e. Salary transferred through SARIE, indicating
thereon as payroll/ salary;

f.  Customer's self-declaration indicating his/her
employer's name, salary/income and position; or

g. Any other reasonable means satisfactory to the
bank and money exchanger;

h. However, in case of doubt, an official documentary
confirmation of the customer's salary/ income
should be obtained.

7. Conducting extra due diligence if a bank or money
exchangers becomes aware that another bank or money
exchanger has refused to deal with a particular customer
on AML/ CTF grounds.

2. Self-Employed Individuals (Free Dealers, Agents,
etc.)

For self-employed, in addition to above requirements, a self-
declaration signed by the customer confirming his/her
income, source of funds and business activity should be
obtained. In case of doubt, enhanced due diligence should be
made to determine the source of funds, and the type of
activity the customer is engaged in, as these individuals are
relatively of higher risk due to their free-lancing activities.

3. High Net Worth Individuals

For High Net Worth Individuals, who are considered as high-
risk due to the size and nature of their activities and
transactions, in addition to above, an enhanced due diligence
is required and a detailed customer and transaction profiles
should be prepared to also include the customer's source of
funds and source of wealth, and anticipated account activity.

In all the above cases, where any doubt or suspicion arises
as to the identity, address or source of income/ funds or any
other information of a customer during the course of the
relationship, the bank or money exchanger should re-verify all
the information by reasonable means and reassess the
relationship.

(ol plsi e ol (s JS) dnds

2l PluaS adet Gung g pli e CIDN it Y (B e

Rl feablly cdadll alia aud el dieddl o eadd JWE
sl

Al Jaasl il J8 e W pias Aalia & Ay & L5

i il oo S e aSE e Jpanll Ca dal Als 8 2
el

o S gl Al Jae o i) Gijee Jla (g Rualsll 4lall Adlal Clela) J3 .Y
JIsa¥) o Al Bty annd S s e Jalal) iady 8 AT Adljea Jaae

Y disas

(8 < 5n JSd ¢ sbary ) e3Sal (SAl) agalual cglany Gl 23N LY
Jsanll Ciny aglal Gsleny ol 3V ) danillys odlef coldlanad) ) dalayly
s @il Blaally JlseY) samas caliy Ky Jueall o @isn padd JLE e
Llall gsis dIsed) Hame padl 5 5eall Laalgll Lliall lehia) Jh cany L) Alla
@l Ll Al G e L Gsapae Y1 eVsa o 3 cdsanll 4y agiy @)

aall agilaiil e ale lalis

Skl lg A god ALY LY

Lapbs pan e Adlall halad) cld ) e 5y g ) g5d AAY) Ciiay
sllaa Lalgll Al o) Jh ol oDl K3 Lo ) AiLaYly cagilile s agilal
daaadl Jlsal same Lo Joil aililec s Jaasl) e Allaie Slaglen Slae) Ciny Cumy
caisial) b Bliig 4555 jhans

S alsic S Uaell Lgen olind¥) o clall Jla 8 a3k ailh Dol cllall ppea b
oo Ginall sale) ay of Jaladl) 558 (DA e g)al Glaglas & allgalfalin juas
cn e AR ol alay ofs Aasslie Jilsy Aalpy Claslaall maen (30 228

4.6.2 Private Banking Customers

Private Banking is the term used for preferential banking
services provided to high net-worth customers by a bank.
Private Banking normally caters for very wealthy, powerful
and influential individuals, including PEPs. These customers
are assigned a private banker or relationship manager to act
as a liaison between the customer and the bank, and to
facilitate the customer’s use of a wide range of financial
services and products that wusually involve complex
transactions and large sums of money, including investment
services, trust vehicles and wealth management. These
clients demand a high level of confidentiality. As a result,
Private Banking is exposed to greater money laundering
vulnerability and terrorist financing and banks should apply
enhanced due diligence to such operations.

Banks should have clear customer acceptance policies for
handling Private Banking customers, recognizing the money
laundering and terrorist financing risks inherent in this
category of accounts. They shall categorize of private account
customers under high risk customers and conduct contiuous
due delignece procedures. Banks should endeavor to accept
only those clients whose source of wealth and funds can
reasonably be established to be legitimate. The following
rules should apply as a minimum:

1. Establish the identity of the clients and all the beneficial
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owners.

2. Obtain proper and valid identification documents as per
SAMA Account Opening Rules.

3. If there are any intermediaries involved, extra due
diligence should be required to cover the intermediary as
well.

4. The profiling process for a Private Banking account
should include obtaining and recording the following
minimum information:

a. Purpose and reasons for opening the account.

b. Anticipated account activity.

c. Documentation of Source of wealth (description of
customer’'s commercial/ economic activities which
have generated the net worth) and estimated net
worth of the customer.

d. Source of funds (description of the origin and the
means of transfer for monies that are expected for
the account opening and subsequent large
transfers).

e. References or other sources to corroborate
reputation, where available.

5. Bank officers handling the account should personally
meet the prospect.

6. Anonymous, fictitious name, coded or numbered
accounts should not be allowed.

7. All account opening should be subject to senior
management approvals in addition to the relationship
manager.

8. If the Private Banking customer is also a PEP, then the
requirements for PEP should apply, as per Rule 4.6.4
above.

9. All Private Banking accounts should be subject to close
monitoring by a senior officer, covering unusual or
suspicious activities.

10. Large cash transactions should be scrutinized more
closely, in particular those of complicated nature or
lacking a clear economic purpose undertaken during the
period of the relationship. Enhanced due diligence
procedures should be complied with. In case there are
doubts of money laundering and terriost financing, FIU

shall be reported thereof.
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4.6.3 Commercial Entities' Accounts

These are accounts opened by legal entities for the purpose
of conducting commercial activities. Commercial entities
include small enterprises such as sole proprietorships and
establishments to large companies and corporations. Banks
should maintain a customer profile for each commercial
relationship, which should cover business and financial
related information, source of funds, purpose of account,
deposits and banking needs. The extent of details and nature
of the information to be requested will vary in relation to the
size, structure, risk and type of commercial activities of the
business entities, as described below.

1. Small Business Entities

Small businesses are defined as those commercial entities
with lower turnover of transactions (e.g., less than SAR one
million per annum). These entities range from sole traders/
proprietorships, small establishments and small family
concerns to partnerships, professional firms and small private
companies.

2. Corporations & Large Business Entities

These are incorporated legal bodies such as corporations,
public companies, private companies, partnerships, etc. large
businesses are defined as those with significant turnover
(e.g., SAR one million per annum and above), whether they
are sole traders/ proprietorships, small establishments, small
family businesses, partnerships, professional firms or small
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private companies.

3. General Requirements

For all commercial entities, the principal guidance is to look
behind the entity to identify those who have control over the
business and entity’s assets. As a commercial entity can be
used as a front to provide cover for money laundering
activities, especially cash-intensive businesses, banks should
ensure they obtain adequate information about the entity’s
business/ trading activities and the expected use of the
bank’s products and services.

Banks should obtain the following information for all
commercial entities at the time of opening account/
relationship for applying the customer due diligence in
accordance with the risk assessment of the customer:

1. Valid and original identification documents as required in
the SAMA Account Opening Rules.

2. Large business entities and corporations: The financial
structure and nature of the business entity and its annual
financial statements.

3. Small business entities: An assessment of the business
entity's financial statements, turnover and revenue/
income.

4. Names of beneficial owners, partners, managers,
powers-of-attorney, authorized signatories, shareholders
(except for minor shareholders of joint stock companies,
owning less than 5%), etc., as applicable.

5. Description of customer’s line of business and business
activities.

6. Types and nature of products and services the entity may
be dealing in.

7. List of significant suppliers, customers and their
geographical locations, as applicable.

8. Description of geographical coverage where the business
entity carries out its activities, as applicable.

9. List and locations of branches and outlets, if any.

10. Purpose and intended nature of the business
relationship/ account. The account should be used for the
purpose it is opened.

11. For large business entities and corporations, bank
employees should pay site visits to acquaint themselves
with the nature of business activities. All customer visits
should be properly documented and the records
maintained.

12. For small business entities, where feasible/ practical,
bank employees may pay site visits to acquaint
themselves with the nature of business activities, and the
customer visits documented and records maintained.

13. Individual accounts used for commercial purposes should
be treated as small business entities in terms of profiling.

14. Banks should seek information on the customers
relationship with other banks and seek information from
these banks if suspicions arise about their dealings with
the customer. Extra due diligence is needed, if the bank
has reason to believe that other bank(s) rejected this
relationship.

15. Banks should collect direct or indirect information about
the business entity from any known or available sources.

16. Banks should ascertain the accuracy of the information
provided by the business entity when opening an
account, e.g., ascertaining the business address, etc.

17. Banks should use their best efforts, through customer
profiing and transaction profiling, to ascertain the
sources of all deposits, paying additional attention to
large cash deposits.

18. These entities' accounts shall be operated by Saudi
citizens. Entities may not grant a power of attorney to
Non-Saudis.

e ald Gl Biga lSa (@l S

P (REAIN SN
apaatl sl ey Lol o il clind) mpea ) Gailly Lt 520 )
el gemi of sl e gy slaial) Jaaaly el e (gl cadll 2
csidl iy dylaall gihaisly slasdl Juel Jsa 288 Glagha e Juans
sl Ll AgalsS paint s of e Apladl slial) of Cus ailenty el cilatial
O gy ¢ 58 Yhsal 53 ) glid) DA e Lagad; (Jsed) Jue dlid)
Ol o lal) 8 vie A3l claill ppead 4000 Slegled) e gl Joass

¢ pandl Jhlie apiil 1y dalsl) Gliad) cleha) ok Jal (e 2l

b Aalall ael@ll 3 sl g LS dysell aaail Al dams Claties L)
gl el 28l dssta ge 8yalially llual)

G by JleeYl LS Ay S ISl ¢ 5yl clSpally el LY
)

L3y claly lagally Llall llal) s 1 peaall clinall LY

sl pasialy @Sl cohaally @O (sl Gutiadl sl g
Lo 0sSlay s Aaplusall S8 & Cnsill) Cppanlisall oLl (ppanlusall
&l (%0 oo S

Akl dihaiily Juead) Jleel g8 a0

Bl L Jola 8 3 leaally colaiall dageda g g 15

Adhaall agadlsas Gl o Saally (a3)sall A8

Nalazaly )lal) sliall o585 i Adlaat) Llasll Cia

Madgas Jla ) Biliag g il adlges dli .4

Casdl Claall iy oy colaall / Zlaal) 4D Zpsllall Aagalally Gl L)

s

> <

PN e g g

Ll sl degd o pallad Aolue @bl i) sdage oy of s )
sSlaall Sl gaen sS5 of iy GSHAN 5 Alaal) cilinal G Asally
cE ol LAY pe zrmaa IS8 g

Lnadlly Bl Az Arle e Vallad Sl pasy of Glull silige ailiy )Y
Sl Sl B85 e Loyl USan & Cumy Spieall Gjlatl) clandl )
sl LaliaY

alindl alleal dylad (ahel dasiedl oyl cllall el of csy Y
e Aygllaall Cileglaally (Bla%y Lo 5jiaall 25laall

Gl e AY) gl draall BBle o lastaa o Jpanl) gl ey
G LS e Manll pe lgDlalad Jom il el Jla 8 sl o3 (g il slaal
ie shal DAl ey by il olidl Jla skl sl bl Clelal J3y
csan) go A8l 02

oo Bplatll slandl ce spilall ey biliad) lagbeal) Sl wans of Cny V0
Bsia s Agpna jllias

v Al sl e Adid) clogleall Ay e gl GiaT ol gy T
A ol il e SH Jie el

Gllaally Jienll Gloglas dae) DA (e ladgs gibad gl Jas o cas )Y
Lol cleladll ila) alasl 4ms ae lelay) muen jbias e Giaill
35Sl

G Vs Omdseas ouihalse Ji (e dplal) clinal sl cllia s of sy LA
cssmadl Lyl A5y (omysill

Page 29 of 70




SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

4.6.4 Politically Recognized Persons

Individuals who are or have been occupying or are expected
to occupy in the future leadership positions, for example
heads of state or of government, senior public sectors, senior
government, judicial or military officials, senior executives of
state owned corporations, important political party officials, or
employees of regional and international organizations. In
addition, business relationships with family members or close
associates of PEPs involve reputation risks similar to those
with PEPs themselves. The definition is not intended to cover
middle ranking or less important individuals in the foregoing
categories.

The political influence and power of PEPs could give rise to
abuse of the positions to illegally amass wealth, the proceeds
of which are often transferred and concealed under the
names of relatives or close associates. Banks and money
exchangers should apply the following standards, as a
minimum:

1. Comply with all the SAMA Account Opening Rules
relating to opening accounts for individuals.

2. Have policies in place to identify and categorize PEPs
and related individuals for closer scrutiny. Identification of
PEPs should include the existing & new customers as
well as the beneficial owners.

3. To put in place appropriate risk management systems to
determine whether a potential customer, existing
customer or the beneficial owner is a politically exposed
person.

4. Determine the source of funds, source of wealth and
beneficial owners for all PEPs.

5. Where a customer has been accepted and the customer
or beneficial owner is subsequently found to be, or
subsequently becomes a PEP, Banks and money
exchangers should be required to obtain senior
management approval to continue the business
relationship.

6. Categorize all such accounts and relationships as High
Risk for enhanced due diligence, and should require
approval of a General Manager, Managing Director, or
CEO

7. Where Banks and money exchangers are in a business
relationship with PEP, they should be required to conduct
enhanced ongoing monitoring on that relationship.

8. Accounts of PEPs and related individuals should be
reviewed continuously and must be approved by General
Manager, Managing Director, or CEO for retaining the
relationship/ account.
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4.6.5 Walk-In Customers

A walk-in or occasional customer is one who conducts a
transaction with a bank or money exchanger but does not
maintain an account or any type of relationship with the bank
or money exchanger. These include citizens, residents and
visitors on a temporary visa/ residence. As banks and money
exchangers do not have adequate background information
about these individuals, banks or money exchangers may be
at risk if they conduct financial transactions for them.
Therefore, banks and money exchangers should not accept
any transactions from walk-in customers unless they fall
under the following categories:

1. Citizen or Resident Not Holding accounts: Banks and
money exchangers are allowed to accept settlement of
bills of services and public utilities (electricity, water,
telephone) and payments to state authorities and
government dues (traffic, passports, etc.). They may
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exchange currencies no exceeding (SAR 5000) per a
transaction of its equivalent, with a total of no more than
(SAR 50,000) during one year, provided the identfcation
of information for citizen and passport information of
expatriate should be obtained and a currency exchange
form should be filled out thereof. Banks and money
exchangers shall establish an electronic reference using
the custormer's identfcation number.

2. Visitors on a temporary visa/residence (Foreign Pilgrims,
Tourists, Businessmen & Diplomats): Banks and money
exchangers are allowed to accept settlement of bills of
any services and public utilities, payments to state
authorities and government dues, and encashment of
travelers checks. currency exchange and receiving
remittances up to (SAR 5000) per transaction and not
exceeding the equivalent of (SAR 50,000) in total within
the validity of the visa. A copy of the passport should be
obtained including the pages showing the entry and visa
stamps. Genuinity of the copy should be verified by the
customer and the bank. Banks and money exchangers
shall establish an electronic reference using the
custormer's passport number during this time.

3. For the allowed receiving remittances, a copy of the
passport should be obtained including the page
evidencing the visa. Full compliance with all the
instructions  issued concerning money transfers
regulation, other details such as home country address,
contact in Saudi Arabia and signature should be
obtained.

4. In case of suspicion, the bank or money exchanger
should report the transaction to FIU enclosing copies of
the identfcation or passport and the transaction, and
customer details.
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4.6.6  Charity Organizations & Non-Profit Entities

A charity organization or non-profit entity refers to a legal
entity or organization that primarily engages in raising/
collecting donations and/ or disbursing funds for purposes
such as charitable, religious, cultural, educational, social or
fraternal purposes, or for the carrying out of other types of
benevolent deeds.

Banks and money exchangers should have in place policies,
procedures and controls to comply with SAMA Account
Opening Rules requirements regarding the handling of
accounts and transactions for charity organizations and non-
profit entities. When dealing with accounts, relationship or
transactions of any charity organizations or non-profit entities,
banks and money exchangers should observe the following:

1. Not to open account or set up a relationship for any
charity organization or non-profit entity (local or
international) unless it meets statutory requirements
related to this type of accounts that provided in the Rules
Governing the Opening of Bank Accounts & General
Operational Guidelines and obtains the official
registration by the relevant government ministry or
authority, specifying the purpose and activity.

2. To strictly comply with the SAMA Account Opening Rules
relating to specific requirements and restrictions when
dealing with charity organization accounts.

3. Not to open accounts in the names of chairmen or
managers of charities for managing charity funds.

4. To classify charity organization accounts as High Risk
and exercise extra and continuous due diligence.

5. Not to accept any transfers or payments (incoming or
outgoing) of any donations or contributions into or out of
Saudi Arabia except permitted entities. in accordance
with the rules for opening bank accounts and the general
operational rules. This is regardless of whether the funds
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originate from natural persons, legal entities,
organizations and multi-national organizations,
independent or public charities.

6. Not to enter into any transaction, knowing that the funds
or property involved are owned or controlled by criminals
or criminal organizations, or that a transaction is linked
to, or likely to be used in criminal activity, and should
report such case to FIU.

7. To freeze any transaction and immediately report the
matter to FIU, in case of reasonable grounds to suspect
that that an individual or entity is, by any means, directly
or indirectly, providing or collecting funds in the
knowledge that such funds will be used for illegal
purposes,

8. To design their fund transfer systems (for incoming and
outgoing transfers) to be capable of detecting customer
names against designated persons of UN or SAMA, prior
to processing the transaction for the purpose taking
appropriate action.

9. Not to allow to transferring funds in favor of any charity
organizations outside the Kingdom of Saudi Arabia other
than permitted entities. in accordance with the rules for
opening bank accounts and the general operational rules

10. Full compliance with all the instructions issued
concerning money transfers regulation, ensuring the
application of the rules of cable transfers (see paragraph
5.1.2).
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4.6.7 Trustees, Nominees & Intermediaries
Accounts
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1. Trustee & Nominee Accounts

These accounts are normally used to provide an extra layer
of security to protect the confidentiality of legitimate
customers. However, these structures can also be misused to
circumvent customer identification procedures for the purpose
of money laundering. Therefore, it is essential that the true
relationship is understood. Banks should have in place
procedures to ensure the following:

1. Establish whether the customer is taking the name of
another customer, acting as a "front", or acting on behalf
of another person as trustee or nominee.

2. If the customer is acting on behalf of another person,
ensure that he/she has the authorization to do so, and
identify and verify the identity of the beneficiaries' owner.

3. Where the customer is a trustee, understand the
structure of the trust sufficiently to determine the provider
of funds, those who have control over the funds
(trustees) and any persons or entities who have the
power to remove the trustees.

4. Make a reasonable judgment as to the need for further
due diligence and obtain appropriate evidence of
formation and existence along with identity of the settlers/
grantors, trustees or persons exercising effective control
over the trust and the principal beneficiaries.

5. Exercise special care in initiating business transactions
with companies that have ordinary shareholders; obtain
satisfactory evidence of the identity of beneficiaries
owner of all such companies; and monitor the identity of
actual beneficiaries owner.

2. _Intermediaries 'clients Accounts

These are accounts opened by professional intermediaries
(such as lawyers, , independent financial advisors, etc.) who
act as professional asset managers on behalf of other clients
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(individuals or corporations). These accounts could be pooled
accounts managed by professional intermediaries on behalf
of entities such as, pension funds, or managed by lawyers or
that represent funds held on deposit or in escrow for a range
of clients.

These types of accounts are potentially vulnerable to the
money laundering subsequent to the placement phase.
Specific vulnerable activities include:

1. Intentional or unwitting facilitation of a customer’s money
laundering scheme and the activities of rogue employees
who undertake illegal activities.

2. Wash sales or other fictitious trading schemes to transfer
money.

3. Transfer of value between parties through the sale of
shares in small, illiquid issues at artificially arranged
prices, without regard to fair market value.

Due to risks accompanying these accounts, banks should
have procedures in place and ensure the following:

1. The broker is registered and legal.
2. Perform reinforced due diligence on the intermediary
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that they are able to establish that the intermediary has
engaged in a sound due diligence process and has the
systems and controls to allocate the assets in the pooled
accounts to the relevant beneficiaries.
10. In the absence of the above requirements, then the bank
should not permit the intermediary to open an account.
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offer insurance products directly to their customers or through
agents. The insurance sector is potentially at risk and can
provide the opportunity for misuse, knowingly or unknowingly,
for money laundering and financing of terrorism.

As insurance companies deal with their own customers,
banks should exercise extra due diligence on these accounts,
and, in addition to SAMA's Insurance Companies Accounts
Opening Rules requirements, banks should have procedures
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and controls in place to implement the following:

1. Dealing only with registered and regulated insurance
companies.

2. Performing extra due diligence on the insurance
companies and classifying the accounts as High Risk.

3. Verifying and being satisfied with the insurance
company’s reputation and integrity.

4. Establishing that the insurance company has in place a
sound documented due diligence process, including KYC
and identification requirements, and activity monitoring
for its customers, that is satisfactory to the bank.

5. Establishing that the insurance company has in place
written policies, procedures and internal controls to
address the risks of its business being used as a vehicle
for illegal activities, including the establishment of
management controls to prevent the involvement of the
insurance company in money laundering and terrorist
financing schemes.

6. In the absence of the above requirements, then the bank
should not permit the insurance company to open an
account.
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4.6.9 Introduced & Referred Businesses

It is customary for banks to rely on the procedures
undertaken by other banks or introducers (person, entity or a
professional intermediary) when business is being referred. In
doing so, banks risk placing reliance on the due diligence
procedures that they expect the introducers to have

performed . Relying on due diligence conducted by an

introducer, however reputable, does not in any way remove
the ultimate responsibility of the recipient bank to know its
customers and their business. In particular, banks should not
rely on introducers that are subject to weaker standards than
those governing the banks’ own KYC procedures, or that are
unwilling to share copies of due diligence documentation.

1. Introduced Business

Banks that use introducers should carefully assess whether
the introducers are reputable and are exercising the
necessary due diligence in accordance with the acceptable
KYC standards. The ultimate responsibility for knowing
customers always lies with the bank. Banks should use the
following criteria to determine whether an introducer can be
relied upon:

The customer due diligence procedures of the introducer
should be stronger than those which the bank would have
conducted itself for the customer. The banks should also
ensure that the required due diligence includes that of the
introducer.

1. The bank must satisfy itself as to the reliability of the
systems put in place by the introducer to verify the
identity of the customer.

2. The bank must reach agreement with the introducer that
it will be permitted to verify the due diligence undertaken
by the introducer at any stage.

3. nkBas should reach agreement with the introducer that it

will be permitted, upon its request, to obtain and carefully
review all relevant identification data and other
documentation pertaining to the customer and the
introducer.

4. The decision to open the account should not be solely
based on the introducer’'s reputation; rather all KYC
process should take place for the introducer as well as
the account owner.

5. This type of accounts should be classified as High Risk,
and reinforced due diligence should be performed on
accounts related to those entities.
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6. Referred banking relationships developments must be
followed up on a continuous basis.

2. Referred Business

This means a relationship referred by one branch to another,
within one bank or externally from other banks inside or
outside the country. In such cases, the branch/bank accepting
the relationship should conduct normal KYC process. Due
diligence should include full verification of the customer’s
identification and information, including beneficiaries owner,
comprising the following steps:

1. Banks must take all reasonable steps to identify
suspicious transactions. This should require banks to
have a reasonable understanding of the normal nature of
the customer’s business, and having a reasonable
understanding of the commercial basis of the transaction
to be undertaken or service to be provided.

2. Where a foreign branch, subsidiary or associate refers
business to a bank in Saudi Arabia, in addition to the
above procedures, the bank should seek the full
business rationale for the referral, and determine whether
it complies with Saudi Arabian laws and regulations.

3. If the referred branch determines that it has insufficient
information to enable it to accept the referral, the
business must be declined and the referring branch,
subsidiary or associate notified.
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4.6.10 Correspondent Banking Relationships

Correspondent banking is the provision of banking services
by one bank (correspondent bank) to another bank
(respondent bank) by means of a correspondent account.
Through the correspondent account, respondent banks can
conduct transactions for themselves and for their customers
in jurisdiction where they have no physical presence. These
services include cash management, international wire
transfers of funds, check collection, and foreign exchange
services, which usually involve large amounts and numerous
transactions.

Correspondent banking, by its nature, creates an indirect
relationship whereby the correspondent bank carries out
financial transactions for the respondent bank on behalf of its
customers (individuals or entities) without having enough
information about the customers or by relying on the
information and KYC due diligence provided by the
respondent bank. This anomaly, coupled with the fact that the
respondent bank may have inadequate AML/CTF standards,
poses additional risks in this relationship.

Therefore, banks and money exchangers who maintain
correspondent banking relationships should take strict
measures to prevent the use of their correspondent accounts
for money laundering, terrorist financing and other illegal
purposes. Prior to opening any account, banks should fully
understand and appropriately document full details of the
respondent bank’s management and nature of the business.
In addition to requirements relating to correspondent banks
relationship as stipulated in SAMA Account Opening Rules,
the following requirements should apply as minimum
standards for opening and maintaining correspondent bank
accounts:

1. Banks should not open a correspondent account for or
deal with a Shell Bank.

2. Correspondent bank accounts shall not be opened
before the approval of the compliance officer in addition
to that of the chief executive officer/director.

3. Banks should immediately inform SAMA of opening
correspondent bank account in Saudi Riyal.
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4. Third parties are prohibited from operating correspondent
bank accounts, .

5. local cash deposits should not be allowed. This
arrangement, known as "Payable-Through Accounts"
should not be accepted.

6. The correspondent bank should not be under sanctions
by the UN or Saudi Arabia.

7. Banks should also determine from any available
information (e.g., internet) whether the correspondent
bank has been subject to any money laundering or
terrorist financing investigations or regulatory action.

8. Banks should obtain certification of AML/CTF compliance
for all correspondent relationships, which should include
the following information:

a. The location, major business activities, and
management.

b. That they are under jurisdiction of their central
bank or a similar monitory authority and are
committed to the FATF recommendations.

c. That they are governed by and committed to
AML/CTF and KYC policies and procedures.

d. That they have procedures in place for reporting
suspicious transactions.

e. That they are not dealing with any Shell Bank.

Any other pertinent information that can reassure

the bank that sufficient focus is being directed to

combating money laundering and terrorist
financing.

g. The certification should be either renewed or
confirmed by the correspondent bank every three
years.

9. Banks and money exchangers should apply satisfactory
due diligence on a continuous basis regarding the
banking correspondence relationships, document the
responsibilities of AML/CTF, which are the correspondent
and receiving banks responsibilities and apply due
diligence regarding all banking correspondence
relationships, including correspondence relationships that
already exist.
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4.7 Operations Monitoring
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4.7.1 Monitoring Process

Monitoring process of operations means pursuance actions of
all operations conducted by all permanent or casual
customers to deduct any unusual operations. Banking Control
Law, money exchanging regulating decision and article 6 of
the Saudi AML Law require all financial institutions to take
actions to monitor operations and have in place internal
precautionary and supervisory measures to detect and foil
any of the offences stated herein, and comply with all
instructions issued by the concerned supervisory authorities
in this area.

The size of the bank or money exchanger, the AML/CTF risks
it faces, number and volume of transactions and the type of
activity under scrutiny will impact the degree and nature of
monitoring. In applying a risk-based approach to monitoring,
banks and money exchangers must recognize that not all
transactions, accounts or customers will be monitored in the
same way. The degree of monitoring will be based on the
perceived risks associated with the customer, the products or
services being used by the customer and the location of the
customer and the transactions. The principal aim of
monitoring in a risk-based system is to respond to institution-
wide issues based on each bank’s or money exchanger's
analysis of its major risks. As a general rule, banks and
money exchangers should however ensure that all customer
transactions are being monitored.
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Risk-based approach monitoring allows banks and money
exchangers to create financial thresholds below which an
activity review procedures will be mitigated, and clarify
justifications on which these thresholds are based.
Thresholds used for this purpose should be reviewed on a
continuous basis to assess capability of the risk levels
established. Banks and money exchangers should also

assess the adequacy of any systems and processes.

Banks and money exchangers should pay special attention,
control all operations and use an electronic monitoring system
to facilitate the monitoring process through deducting unusual
changes and internal alerts and reports identifying unusual
transactions or activity for further examination. The
appropriateness and sophistication of automated monitoring
system will depend on the relevance of the parameters to the
nature of business undertaken by each bank or money
exchanger.

Certain types of transactions or group of events should alert
banks and money exchangers to the possibility that the
customer is conducting suspicious activities. For example:

1. Unusual patterns of transactions that do not have
apparent or visible economic, lawful or commercial
purpose;

2. Events that involve complex transactions;

3. Unusual large amounts of cash deposits that are not
consistent with the normal and expected transactions of
the customer;

4. Very high account turnover, inconsistent with the size of
the balance;

5. Transactions connected with entities or individuals, who
are the subject of the local or UN sanctions;

6. Business relationship or transactions with entities or
individuals from or in countries which do not sufficiently
apply the FATF Recommendations or have weak
AML/CTF systems.

7. A customer who provides false or misleading information,
refuses to provide relevant information, or refuses to
provide his/her identity or whose identity cannot be
verified.

8. Requests for information received from domestic and
international correspondent banks in regard to inquiries
about the operations and activities of some customers.

9. Requests for disclosure of customer balances and
accounts and inquiries received from the local
supervisory and regulatory authorities.

10. Requests for seizure and operation prohibition received
from local authorities, international organizations and lists
of other countries.

All the above may indicate the existence of money laundering
or terrorist financing transactions through the account. The
background and purpose of such transactions should be
examined as far as possible and documented in writing.
Those results should be provided upon request by the
supervisory authority and be retained at least for 10 years,
and suspicious transactions should be reported in writing to
FIU.

When applying risk-based monitoring approach for money
laundering and terrorist financing, the following points should
be taken into consideration:

1. No transaction shall be excluded from monitoring.

2. Transaction amount shall not be a factor of risk
determination.

3. Focus is given on particular high-risk businesses and
accounts.
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4. Focus is given for particular individuals, organizations
and countries.

5. Before applying risk-based approach, banks and money
exchangers should identify a more comprehensive set
of indicators of the method and techniques used for
money laundering and terrorist financing, which can
then be turned into strategies to assess money
laundering and terrorist financing risk and devise
controls to mitigate such risk.

4.7.2 Financial Investigation Process

Banks and money exchangers should have a process in
place for the financial investigation and analysis of unusual
customer activity or transactions, which should include the
expected frequency, size, volume and origin/ destination of
customer funds whether specific to an individual customer, or
for a generic customer, type or product type; and the
presence of risk factors specific to the bank's or money
exchanger's nature of the activity and customer base.

The investigation and analysis of the unusual and higher risk
activity and transactions should be conducted by an
independent reviewer, and should include the following:

1. Reviewing the identified activity/ transaction in light of the
customer risk assessment and the customer due
diligence information that it holds;

2. Making further enquiries to obtain additional information
required to enable a determination as to whether the
activity/ transaction has a rational explanation;

3. Considering the activity/ transaction in the context of any
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Monitoring high-risk transactions conducted throughout the
relationship period should be strengthened and enhanced,
taking in consideration the importance of compliance with
requirements of identity verification procedures, due diligence
procedures and transactions monitor despite their nature &
amount.
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4.8 Suspicious Transaction

48.1 Reporting Suspicious Transactions

The reporting of suspicious transaction or activity is critical to
the competent authorities' ability to utilize financial information
to combat money laundering, terrorist financing and other
financial crimes. The Saudi AML Law and its implementation
regulation and SAMA Rules require banks and money
exchangers to file Suspicious Transaction Report (STR) once
a suspicion has been formed.

The AML Law and its implementation regulation shall be
applicable to banks, money exchangers and their employees.
Employees whose suspicions are aroused, but who then
deliberately fail to make further inquiries, wishing to remain
ignorant or demonstrate "willful blindness", may be
considered under the Saudi AML Law to have the requisite
knowledge. However, the Saudi AML Law relieve the bank or
money exchanger, management and employees from any
liability that may be caused by performing the duties provided
for or by violating the provisions of confidentiality, unless it is
established that they have acted in bad faith to hurt the
involved person.

Thus, banks and money exchangers reporting policy should
mandate employees to do the following:

1. If an employee suspects that a money laundering
transaction is taking place, he/she should immediately
report it to the bank’s or money exchanger's internal
MLCU or designated Compliance Officer. (Refer to Rule
4.7.4 for details).

2. Attempts of suspicious transactions, which have been
identified as suspicious but were foiled before
occurrence, must be reported.

3. Banks and money exchangers should make available, to
the appropriate authorities all documents, statements

and related transactions.

4. All documents, reports and information relating to
internally investigated cases not reported to the
authorities for lack of suspicion, should be maintained by
the bank and money exchanger for record purposes in
accordance with records documentation referred to in
Article 4.11.

5. It is a criminal offence for bank or money exchanger
employees to tip off or assist any customer or individual
that they know or suspect of having been involvement in
any money laundering or terrorist financing activities. If
an employee thinks that a transaction may be related to a
criminal activity, this must be immediately reported to the
bank’'s or money exchanger's MLCU/ Compliance
Officer.

6. The notifying bank or money exchanger and its
employees are free of any blame or charge in respect of
any AML/CTF notification made, whether the suspicion is
proved to be correct or not, as long as their notification
was made in good faith.
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4.8.2 Reporting Requirements

According to the AML Law, financial institutions including
banks and money exchangers are required to report all
transactions suspected to relate to money laundering or
terrorist financing, including any attempts to conduct such
transactions, to FIU. The Law also requires banks and money
exchangers to submit a detailed report including all available
information and supporting documentation on the parties
involved, and provide it to the FIU. In order to achieve the
requirements above, the following should be observed:
i. Reporting should be in accordance with the form
approved by the FIU and the form of the provided by
SAMA, and should contains the following:

1. Names of suspected individuals/ entities, their identifies,
addresses and phone numbers.

2. Statement with respect to the suspected transaction/s,
the involved parties, how it was discovered and present
condition/ status.

3. The exact amount of the suspected transaction/s and
related banking accounts.

4. Reasons of suspicion upon which the bank or money
exchanger staff had depended/ based on.

ii. Banks and money exchangers should provide the
technical report on reported cases to the FIU within
10 days from the reporting date, including the
following:

1. Ensure completion of all the data and filling in of all fields
in the reporting form regarding suspected transactions,
including any attempted transactions, related to money
laundering, indicating the name of the branch and the
region, where the suspected account is domiciled;

2. Submit the original suspicion report, statement of
account of 6 months, attachments of account (opening
account documents) and technical report on studying the
reported account to the FIU.

iii. Take the following actions after reporting:

1. keep records, copies of the report and notification,
the technical record and its attachment to be used
as a reference in future.

2. Follow-up the reported customer activity. In case the
suspected activities persist and no feedback is
received from the FIU within two months of the
date of notification, the notification should be
reconfirmed by reporting the same to the FIU.

3. Follow-up the report to the FIU concerning a
feedback on all reports after six months from the
date of reporting.
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4.8.3 Tipping Off

Banks and money exchangers and their directors, officers
and employees should not disclose the fact that a customer is
being or has been investigated or reported for a suspicious
transaction. Banks and money exchangers should exercise
extreme caution when performing additional customer due
diligence (CDD) because of suspicious transaction, so as not
to unintentionally tip off the customer. In case the bank or
money exchanger feels the performance of CCD may tip off
the customer, it could then decide to discontinue the CDD but
to file a suspicious activity report to FIU.

The Saudi AML Law and Bylaws prohibit financial institutions
and their employees from alerting customers or other related
parties about suspicions of their activities or about their
notification to the authorities. The Saudi AML Law, notification
of suspected money laundering and terrorist financing cases
to the authorities does not conflict with the provision of
banking secrecy or customer confidentiality under the Saudi
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banking laws and regulations.

4.8.4 Money Laundering Control Unit (MLCU)

Banks and money exchangers must establish an independent
and dedicated function to handle money laundering and
terrorist financing control and reporting activities. For banks
and money exchangers, with five branches and less this
function can be handled by the designated Compliance
Officer for the bank or money exchanger. For banks and
money exchangers with more than five branches, an
independent and dedicated Money Laundering Control Unit
should be established with adequate staff. In both the above
situations, the designation of the MLCU staff or Compliance
Officer to handle the money laundering and terrorist financing
control function, should be a Saudi, of senior management
position within the bank or money exchanger, knowledgeable
of the compliance function and reporting directly to the
General Manager or Managing Director of the bank or money
exchanger.

The officer-in-charge of the money laundering control
function, as an individual or a unit, should have sufficient
authority, independence, accountability and resources, and
he/she should be granted timely access to customer
information (such as identification data, due diligence
information, transaction records and other relevant data) to
enable him/her to discharge his/her functions effectively.

MLCU, or designated Compliance Officer, will have the
following functions and responsibilities:

1. Monitoring of all transactions for the purpose of detecting
activities that may involve money laundering and terrorist
financing activities.

2. Receiving suspicious transactions relating to money
laundering and terrorist finance from branches, transfer
centers and various internal departments of the bank or
money exchanger, and taking necessary actions for
collection of information about it, analysis of the data
collected, and making necessary decision for taking
appropriate action, which should be documented in
writing.

3. Reporting suspicious transactions to the Saudi Financial
Intelligence Unit (SAFIU), when suspicions have been
determined, in accordance with established
requirements, supported by a detailed technical report on
the suspected case.

4. Developing electronic programs for controlling and
detecting unusual operations as well as large cash
transactions and complex operations which have no legal
or economic purpose and other operations that may have
a connection with activities of money laundering and
terrorism financing, and updating the indicators that
reflect existence of suspicious money laundering and
terrorism financing acts in a manner consistent with the
development and diversity of the techniques adopted in
committing financial crimes

5. Submission of proposals targeting development of
internal policies, plans, procedures and controls along
with methods for facilitating application of the same.
Approval of a state-of-the art automated system in the
area of anti-money laundering.

6. Ensuring that staff, in branches and other departments,
comply with the instructions and procedures pertaining to
accounts monitoring; and ensuring that employees
understand the importance of such procedures and
instructions as well as the importance of the adopted
procedures for suspicious activities and reporting
requirements.

7. Supporting of Compliance Department in its task of
verifying that the established rules, regulations and
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requirements are effectively applied in compliance with
AML/CTF requirements.

8. Selection of qualified staff to fill the positions in the unit
and the development of ongoing training materials to
provide them with latest information on money laundering
and terrorist financing activities, with the aim of
enhancing their knowledge to identify such activities,
trends and nature of activities, and how these can
avoided and dealt with.

9. Preparation and submission of periodic reports regarding
the activities conducted by MLCU/ designated
Compliance Officer for money laundering and terrorist
financing activities as well as the general status of the
bank or money exchanger and its various departments
and branches vis-a-vis this matter which need to be
supported by statistical data for those activities, and
recommendations made for their development/
improvements.

10. Responding to all SAMA's circulars and requests relating
to customer accounts statements and blocking, and
preparation of the required information in the proper form
and timeframe.

11. Maintaining a database comprising all data relating to
money laundering and terrorist financing matters in the
bank or money exchanger, such as the suspicious cases
reported, blocked accounts, etc. and updating of all the
old cases in the database.

12. Making appropriate continuous supervisory visits to the
banks' various sectors and departments, including
branches and money transfer centers.

13. Participation in the Financial Crimes and Money
Laundering Committee.

14. Participation in the process of educating and training all
the bank staff categories and all customers segments.
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4.9 Internal Control
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4.9.1 Internal Control Procedures

Under the Saudi AML Law, The Banking Control Law.
Decision of the Minister of Finance & National Economy on
Regulating Money Changing Business, financial institutions
are required to establish internal control procedures and
prevent themselves from being used for purposes of money
laundering and terrorist financing.

To apply an effective approach, the internal control
procedures of the banks or money exchangers must be
imbedded within their systems, programs and procedures to
cover the issue of money laundering and terrorist financing.
Senior management is ultimately responsible for ensuring that
a bank or money exchanger maintains an effective internal
control structure, including suspicious activity monitoring and
reporting. The strength of senior management leadership and
compliance with AML/CTF are an important aspect of the
application of the procedure. Senior management must create
a culture of compliance, ensuring that all employees adhere
to the bank's or money exchanger's policies, procedures and
processes designed to limit and control risks.

In addition to other compliance internal controls, the nature
and extent of AML/CTF controls will depend upon a number
of factors, including:

1. Nature, scale and complexity of a bank's or money
exchanger's business.

2. Diversity of a bank’s or money exchanger's operations,
including geographical diversity.

3. Bank’s or money exchanger's customer, product and
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activity profile and distribution channels used.

4. Volume and size of the transactions.

5. Degree of risk associated with each area of the bank’s or
money exchanger's operation.

6. Extent to which the bank or money exchanger is dealing
directly with the customer or through third parties.

Therefore the framework of internal control procedures of
banks or money exchangers should:

1. Provide increased focus on a bank's or money
exchanger's operations (products, services, customers
and geographic locations) that are more vulnerable to
abuse by money launderers and other criminals.

2. Provide for regular review of the risk assessment and
management processes, taking into account the
environment within which the bank or money exchanger
operates and the activity in the market place.

3. Provide for an AML/CTF compliance function and
designate an individual at management level responsible
for managing the compliance function.

4. Ensure that adequate controls are in place before new
products are offered.

5. Inform senior management of compliance initiatives,
identified compliance deficiencies, corrective action
taken, and suspicious activity reports filed.

6. Focus on meeting all regulatory record keeping and
reporting requirements, recommendations for AML/CTF
compliance and provide for timely updates in response to
changes in regulations.

7. Implement risk-based customer due diligence policies,
procedures and processes.

8. Provide for adequate controls for higher risk customers,
transactions and products, as necessary, such as
transaction limits or management approvals.

9. Enable timely identification of reportable transactions and
ensure accurate filing of required reports.

10. Include AML/CTF compliance in job descriptions and
performance evaluations of appropriate personnel.

11. Provide for appropriate continuous training to be given to
all relevant staff.

.LA)\JE.A} Qw\eg L€
Adlpall Jae o ol Gllee Ve D8 dagyall Sl dayn L0
Al bkl e ile JS3 Jeead) g ddlpall Jae ol el Jales 288 1

Ayl CDlaey Sadl b Ll G el Jee Ul oS of qany 4l Sl

s S sl e

el cclandll claiiall) dihall Jae S i) Gllee e 350 saly L)
Jsa¥) ule J8 o DDl e e duape AU (baall adlsalls
AY) papaally

G Al ey e 3Y1 pe SRl 4 lled Al dealyalls Y)Y
o) (b Jualall Ll dipall Jae ol Sl 48 Jasy

Slo calise cunty layY) Jisais JlseY) Jue AadlSal Lald A5l sany o LY
Adh gl 03¢ aLill 2 ()l (ssine

By Glaiie apali 8 LDl dafpal) gy (e KB L

Gleha¥ls calyi¥) 8 AmSal) pablelly Q) Ghobiey Ll B Dle) Lo
o i)l Glalial) ce degipall o pllls 3385 danaa il

Glaags dlally el Bl Apdlall clllidl 4K 4 e 58510 1
lyall Lat D clinatlly Sl GlasY) disay JseY) g Anil<ey H5NI
i iy 3 cladanl) e

Glabiall Lald) Glall Gleba) doe ve jhladl e Kl Gl slael LY
~Sllaally e Y

i) pan Adiadll claiially llealls ¢Sleall o Jalaill dplic hafsn gy oA
Jsanll § Clleall Sgn auimy Jie 85 peall Gava @lldg ddlad) lalaadl i3
Y lilea e

ool ad) ey maaall gl 8 e gl (S A Gllead) aas Qg 9
i) gadll e gl

s Jut AndlSay AN e olaY) Clayliy gl Cimy Jody of cony )
Ay sl

o) pils sall B8S1 piaall 2Dl (il pég L)Y

4.9.2 Assessment of Internal Controls

Banks and money exchangers should establish means of
independently and periodically assessing the effectiveness of
the internal controls and the adequacy of the overall
AML/CTF programs. The assessment should include
validating the operation of the risk assessment and
management processes and related internal controls, and
obtaining appropriate comfort that the adopted risk-based
approach reflects the risk profile of the bank or money
exchanger.

The internal audit department of the bank or money
exchanger, which should be separate from the compliance
function, should conduct independent testing to assure the
adequacy of the overall compliance function. The results of
the testing should be documented and communicated to
senior management for appropriate action.
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4.10 Staff Training & Hiring
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4.10.1 Staff Training & Awareness

The AML Law and Bylaws mandate all financial institutions to
develop training programs to educate their employees and
enhance their understanding of Due Diligence, KYC
principles, money laundering and terrorist financing risks,
trends and preventive methods. As employees become
familiar with such activity, they can play an effective role by
taking preventive measures to reduce the occurrence and
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control of money laundering and terrorist financing.

Banks and money exchangers should provide their
employees with appropriate and adequate training, and
ongoing awareness, with regard to money laundering and
terrorist financing. A bank or money exchanger must have
successful controls based on both training and awareness.
This requires an institution wide effort to provide all relevant
employees with at least general information on AML/CTF
laws, regulations and internal policies on compliance.

Applying a risk-based approach to the various methods
available for training, however, gives each bank or money
exchanger, additional flexibility regarding the frequency,
delivery mechanisms and focus of such training. A bank or
money exchanger should review its own workforce and
available resources and implement training programs that
provide appropriate AML/CTF information, as follows:

1. Tailored to the appropriate staff responsibility (e.g., front-
line staff, compliance staff, or customer relations staff,
account opening and operations.).

2. At the appropriate level of detail (e.g., complex products,
new products and services, trends).

3. At a frequency related to the risk level of the business
line involved.

4. Al new staff, before starting their work, should be
educated in the importance of AML/CTF policies while
regular and continuous refresher training should be
provided to staff to ensure that they are reminded of their
responsibilities and kept informed of new developments.

5. Testing to assess staff knowledge commensurate with
the detail of information provided.

6. Training programs shall include various levels of staff in
the bank or money exchanger including members of the
Board, Directors in charge and Executive Directors.

Additionally, banks and money exchangers should make all
their staff aware of their responsibilities, personal obligations,
liability and penalties under the legislation, should they fail to
comply with the relevant requirements, as stated in Saudi
AML Law.
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4.10.2 Staff Hiring & Appointment of Senior Positions

Banks and money exchangers should put in place adequate
background screening procedures to ensure high standards
when hiring employees. Banks and money exchangers can
develop a risk-based approach on the level of screening
based on the function and responsibilities associated with a
particular position.

In addition, banks and money exchangers should comply with
the provisions stipulated in the SAMA Directive issued in April
2005, relating to Qualification Requirements for Appointment
to Senior Positions in Banks, including notifying SAMA for
each senior appointment and the annual submission of a list
of senior positions.
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4.11 Record Keeping & Retention
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Banks and money exchangers must keep all records
(documents, instructions, transactions, files and reports)
relating to their operations in accordance with normal
business practices, for ease of reference in their own use,
and for use by supervisory/ regulatory and other authorities,
and for internal and external auditors. The records should be
adequate enough to be able to reconstruct a transaction and
offer a complete audit trail of all financial transactions, in
particular cash transactions and funds transfer.

Cloeilly Glatiadl) cDlaudl WS Lliay) Wbl cDlasy dadl e o
sabinall illaall Ty Leigymy ) cilleally Faleiall (Lyllly clilally el
G gAY claludly Luapdanill/Ald )l clalually aed ews lange R S Jleedl)
ol lleal) Logs ¥ ¢ Alal illeal) 4811 (IS Jonss i b sily Wadudh o Aylee

sl e

Page 44 of 70




SAMA RULES GOVERNING ANTI-MONEY LAUNDERING & COMBATING TERRORIST FINANCING

The Saudi AML Law requires financial institutions to maintain,
for a minimum of ten years following the conclusion of an

operation/

transaction or

termination of

an account/

relationship, all records and documents that explain the
financial, commercial and monetary transactions, whether
local or foreign, the files of account documentation, related
correspondence and copies of the identification documents.
Taking into consideration the local law, customer transaction
records, such as agreements, checks, etc., should be

retained indefinitely.

In specific cases, banks and money exchangers may be
instructed by SAMA or other Saudi competent authorities, to
maintain any transactions or account records beyond the
minimum time period stated below. Banks and money
exchangers should keep and retain these records in the form
and for the period as indicated below:
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5. AML / CTF Other Risks
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5.1 Product/ Service Risks

Product or service risks are the potential risks inherent in the
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products or services offered by a bank or money exchanger.
Banks and money exchangers should be aware of the
associated risks in all the products and services they offer
including the way they are delivered, especially for new or
innovative products or services. Banks and money
exchangers should develop appropriate risk assessment and
controls. The products and services offered by banks and
money exchangers, determined as posing potentially higher
risks are described below.

5.1.1 Cash

Physical cash is often the ideal and most commonly used
method for transfer of funds and undertaking criminal
activities, including money laundering and terrorist financing,
simply because the perpetrator is anonymous, untraceable,
requires no intermediary, is widely accepted and provides for
immediate settlement. While the provision of services to cash-
generating business is a particular area of concern, however,
some businesses are legitimately cash-based, especially in
the retails sector, and so there will often be a high level of
cash deposits associated with some of these accounts.

1. Cash Transactions

SAMA has participated for many years in the efforts to
transform the Saudi economy to a bank-payment based
society and has taken significant steps to discourage large
cash transactions and encourage the use of banking payment
systems and services, such as SARIE, SWIFT, ATM/SPAN,
POS, SADAD, Internet banking, credit cards, etc. SAMA
Account Opening Rules require banks and money
exchangers to accept cash from customers only through an
account or relationship, where a full due diligence and KYC
process has been established.

Banks and money changers should urge ang encourage
customers to reduce the use of cash and provide alternative
banking services such as the use of electronic financial
payment systems.

Banks and money exchangers should have a process in place
to detect cash transactions that could be deemed as
suspicious, such as:

1. Large cash deposits, not in line with the customer's type
of business or occupation.

2. Numerous cash deposits of small amounts, known as
structuring or smurfing, to avoid detection.

3. Cash deposits followed by a transfer (wire transfer, bank
check, etc.).

4. Structured cash payments for outstanding credit card
balances, with relatively large sums as payments.

2. Cross-Border Transportation of Cash

In accordance with Saudi AML Law and its implementation
regulation, banks and money exchangers should comply with
the requirements relating to cross-border transportation of
cash coming into or going out of Saudi Arabia for their own
use. The cash may be carried directly or through cash
transportation firms by way of cargo, postal parcels,...etc.
Banks and money exchangers or their cash transportation
firms should adhere to the requirements by completing a
special declaration form for any cash shipment about the
money to be disclosed, in compliance with the requirements
of security safety and SAMA Rules for Cash Transportation
issued on 29 April 2007 to Banks and Money Exchangers.
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The term wire transfer or funds transfer refers to any
transaction carried out on behalf of an originator person (both
natural and legal) through a bank or money exchanger by
electronic means for the purpose of making an amount of
money available to a beneficiary person at another bank or
money exchanger. The originator and the beneficiary may be
the same person/ entity. The transfer could be a cross-border
transfer (to/ from a different country) or a domestic transfer
(within the same country).

SAMA Account Opening Rules require banks and money
exchangers to accept transfers only from customers having
account or other relationship agreement (e.g., express
remittance service). Therefore banks and money exchangers
should always have adequate information about the
originator/ remitter. To enhance the transparency of wire
transfers for effective AML/CTF programs, banks and money
exchangers should adopt the following measures when
executing transfers for their customers:

1. Exercise Enhanced due diligence when processing
transfers relating to accounts of Politicians Exposed
Persons (PEPs).

2. Not to accept any incoming or outgoing transfers outside
Saudi Arabia, for any charity or non-profit
organizations,other than permitted entities. in accordance
with the rules for opening bank accounts and the general
operational rules.

3. When implementing any new electronic fund transfer and
payment systems, ensure they are designed with
capabilities for preventing and detecting money
laundering and terrorist financing transactions. Examples
of the new electronic payment methods include prepaid
cards, electronic purse/stored value cards, mobile
payments, internet payment services, etc. Ensure these
services are offered only to customers who already have
an account or other bank relationship with the bank or
money exchanger.

4. Comply with standards of transparency and ensure that
the letters of remittances (enclosed with the transfer),sent
and received by remitting, receiving and correspondent
banks and transfer services companies, include full
information about the remitter and the beneficiary, as
determined below.

5. Obtain full information about the remitter of outgoing
remittances and keep the information in the transfer
letter, which  should include the following:

2/1- Remitter’'s name.

2/2- Remitter's account / membership No.

2/3- Remitter's address, if not available, it may be
replaced by government ID No. (National ID of citizens,
Igama No. of expatriates and commercial registration No.
of companies) or both date and place of birth

2/4- the purpose of transfer should be determined in
details.

2/5 Identity information of the transfer beneficiary and as
a minimum the ID government identification number
issued by the beneficiary’s country.

6. In case of incoming transfers, taking into consideration
the applicable procedures of the countries and their
financial institutions operating therein, full information
must be obtained about the remitter to be attached fully
to the transfer letter. identity information of the
beneficiary of the remittance shall be obtained from the
remitter. The identity of beneficiary means the
government identity card issued by the beneficiary’s
country.

7. Taking continuous due diligence in respect of customers
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10.

11.

12.

13.

exporting and import remittances and checking
transactions implemented during that relationship to
ensure they are complete and compatible with the size of
customers activity, including the source of income.
Conducting KYC/ due diligence on the remitter/ originator
is the responsibility of the remitting bank or money
exchanger, whether foreign or local.

In case of wire transfers which are not accompanied with
full information of remitter, banks and money exchanger
operating in the Kingdom shall adopt effective measures,
and act against such transfers as follows:

5/1- obtain missing information from the correspondent
bank or the company providing transfer services and this
applies to all local and international banks.

5/2- reject the transaction and return the remittance in
the case the correspondent bank does not respond.

5/3- In case of suspicion in such a transaction and if the
correspondent bank does not respond, the case should
be reported to the Financial Investigation Unit.

5/4- Document decisions made in writing, including
reasons and keep hard and soft copies of records for 10
years in compliance with the rules on anti-money
laundering and terrorism financing issued by SAMA.

5/5- Incoming remittance shall include name of the bank,
originating country, correspondent bank and the country.
Correspondent banks shall comply therewith, and in case
of a change in the remitter’s information, the beneficiary
bank should be notified thereof.

In case of sending cross-border wire transfers by one
remitter as part of combined transfer to beneficiaries in
another country, all information related to the remitter and
accompanied with wire transfer should be inserted with
the transfer for each cross-border wire transfer provided
that the combined transfer file (in which individual wire
transfers are grouped) should have full information about
the remitter that can be tracked easily.

In situations where technical restrictions prevent sending
full information of the remitter that is accompanied with a
cross-border wire transfer with local wire transfer linked
to it (during the period necessary to adapt payment
systems), intermediary financial institutions receiving a
transfer shall keep a record containing all information
received from the financial institution exporting the
transfer for a period of 10 years in compliance with the
rules on combating money laundering and terrorist
financing issued by SAMA, taking into consideration the
commitment for a period no longer than (72 working
hours) to respond to any inquiries received from the
correspondent bank or the relevant authorities.

In case of repetition of lack of information situations, and
non-cooperation by transfer originator banks, a
correspondent bank or transfer services company, banks
and money exchanger operating in the Kingdom should
evaluate the relationship with the bank or the company
and consider restricting or even ending the relationship
therewith.

In case of suspecting transactions or relationship with a
correspondent bank or transfer services company from
the perspective of money laundering or terrorist
financing, this must be reported immediately to the FIU,
and these cases shall be documented.

Prior approval of SAMA shall be taken in the case of
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14.

15.

16.

17.

18.

19.

20.

21.

22.

23.

contracting with agents or companies that offer financial
transfers services.

There should be a possibility for banks and money
exchangers operating in the Kingdom and contracting
with financial transfer service companies to obtain full
information about the parties of financial transfers carried
out by such companies on their behalf.

The business of the contracted companies providing a
remittance service regarding transactions carried out
through banks and money exchangers operating in the
Kingdom shall be subject to supervision and control by
the bank or money exchanger through which those
companies operate.

During the study of the relationship with a correspondent
bank or a financial transfer service company and in case
of going to end the relationship with them, finding
alternative correspondent banks or financial transfer
service companies shall be taken into account in order to
avoid stopping of the transfer service with the country in
guestion.

Monitor relationships with correspondent banks and
financial transfer service companies, make sure they are
lawful and evaluate the relationship whether the activity
of the bank / company and their controls to combat
money laundering and terrorist financing and
transparency standards are consistent with what have
been emphasized at the beginning of the relationship.
Correspondent banks and financial transfer service
companies shall obtain a certificate to confirm
compliance with combating money laundering and
terrorist financing on a continuing basis according to the
rules of combating money laundering and terrorist
financing, the rules of opening bank accounts and the
general operational rules issued by SAMA.

Compliance with confidentiality of information exchanged
between correspondent banks, receiving banks and
financial transfer service companies, and is used only for
authorized purposes in order to maintain the terms and
conditions of banking secrecy and prevent its use for any
other purpose.

Check names of wire transfer originators and
beneficiaries against lists of individuals and entities that
their assets should be stopped, refused or frozen based
on international lists (e.g. resolutions of the United
Nations 1373 and 1267), and take actions thereon.
Check names of individuals, entities, banks/financial
transfer service companies and originator, intermediary
or beneficiary countries against international lists (e.g.
UN, OFAC, INTERPOL, FATF, etc...), and take actions
thereon.

Banks and money exchanger operating in the Kingdom
shall apply effective measures in all its business based
on the effective measures to ensure fulfillment of KYC
and due diligence requirements and relative importance.
Extra due diligence for funds transferred from or to
Countries that do not apply or do not fully apply FATAF’s
require.

Monitor all transactions (incoming and outgoing transfers)
to detect the types of unusual activities that do not have a
clear legal or economic purpose, check the background
of these transactions and their purpose to the maximum
extent, and document findings reached in writing.

Whenever there are logical reasons to suspect that
customers’ money, operations and transactions represent
proceeds of criminal activity or have connection or
relationship with money laundering or terrorist financing,
the FIU shall be informed.
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24. In case of receipt of a remittance from outside the
Kingdom on behalf of a beneficiary, it shall be paid only
by an account or by creating a relationship to ensure
obtaining complete information about the beneficiary. A
customer can open the account or establish the
relationship when he receives the remittance, taking into
account the rules for opening and operating accounts
issued by SAMA.

25. For domestic transfers (within Saudi Arabia), ensure the
remitter's name and account number is included, which
should be recorded and retained in the system of
remitting bank or money exchanger for prompt retrieval if
requested by competent authorities. Also should be
Verify the identity of the beneficiary of a local remittance
(incoming) in accordance with the rules for opening bank
accounts and the general operational rules.

26. It is not allowed to receive any transfer from a particular
country to be passed through one of the banks operating
in the Kingdom for a beneficiary in a bank located abroad
in any currency other than the Saudi riyal.

27. When receiving a transfer in Saudi riyal from a particular
country to be passed through one of the banks operating
in the Kingdom for a beneficiary in a bank located outside
the Kingdom, the purpose of remittance shall be
determined in details.

28. Retain all physical and system records of all funds
transfers in accordance with the prevailing record
retention periods.
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5.1.3 Alternative Remittances

Alternative remittance system refers to a type of financial
service involving the transfer of funds or value from one
geographic location to another through informal and
unsupervised networks or mechanisms, which usually operate
outside the regulated conventional financial sector. The very
features (efficiency, anonymity and lack of paper trail, low
cost, no need to prove identity, and the exchange rate) which
make alternative remittance system attractive to customers
with legitimate income (mainly expatriates remitting money to
relatives in home countries), also make the system
convenient for the transfer of llicit funds.

Therefore, due to this inherent risk, these systems have
proven themselves vulnerable to misuse for money
laundering and especially for terrorist financing purposes.
Quite often these systems have ties to particular geographic
regions and are therefore described using a variety of specific
terms, most common being “Door-to-Door”, “Hawala”, or
"Hundi". In addition to the vulnerability for misuse,
unauthorized or unlicensed alternative remittance services
are illegal in Saudi Arabia and in violation of the Banking
Control Law. Those who practice such activities are subject to
legal penalties. Therefore, banks and licensed money
exchangers should endeavor to assist authorities in fighting
such unlawful activities.

Persons who offer these illegal services, at a certain point,
channel their funds in “blocks” through the banking system by
cash deposits and then remit the funds to the beneficiary by a
transfer, or communication/ message. Therefore, banks and
money exchangers should apply prudent measures to identify
and prevent the use of customer accounts for this illegal
business. While such suspicious transactions may be difficult
to monitor, the application of due diligence process and
relevant red flags indicators can help in identifying such
transactions. As a minimum, banks and money exchangers
should implement the following steps:

1. Have a mechanism in place to monitor customer
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accounts or relationships for trends of suspicious
activities that could indicate dealing or providing
alternative remittance service.

2. No account or relationship should be opened or retained
if there is any evidence of the account or relationship
being used for any type of alternative remittances (e.g.,
hawala, hundi). Any activities noted under this category
should be reported as suspicious activities to FIU .

3. Obtain satisfactory explanation for a customer who
maintains several accounts at various locations without
reasonable justification.

4. Have a process in place to monitor activity of a customer
who receives numerous small deposits to his/her account
from various locations, which are not consistent with
his/her line of business in accordance with his/her
account profile on file. Such account is often used as
"collection account" to accumulate funds from various
groups and then sent abroad in a single transaction.

5. Track transactions whereby large cash deposits are
credited into a customer account and then immediately
followed by a telex transfer to another country.

6. The above trends could indicate that the customer is

engaged in offering alternative remittance service illegally
and, if banks and money exchangers deemed the
activities to be suspicious, these should be reported to
FIU.
The above-stated trends are not exhaustive and banks
and money exchangers should implement more controls
based on experience and understanding of their
customers.
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514 Money Exchangers

Money Exchange is a regulated business in Saudi Arabia and
all money exchangers are subject to the Ministerial Order #
31920 dated 16/2/1402H, which requires all money
exchangers to obtain specific license from SAMA. The
Ministerial Order prohibits money exchangers from accepting
deposits and restricts their activities to purchase and sale of
foreign currencies, travelers checks, bank drafts and making
remittances inside and outside Saudi Arabia as per the
license granted to them by SAMA. The Banking Control Law
also prohibits non-banking entities from conducting banking
business and, as per authority given, SAMA can impose
penalties including revoking of license.

SAMA Account Opening Rules permit banks to open
accounts for licensed money exchangers, provided that they
have been registered by Ministry of Commerce and licensed
by SAMA with a valid licence, specifically indicating that they
are allowed to conduct such activity taking into consideration
that the license allows cross-border transfers. Therefore,
these entities should be categorized as High Risk for an extra
customer due diligence and closer scrutiny.
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5.1.5 Electronic Banking

Electronic banking is a broad term encompassing delivery of
information, products and services by electronic means (such
as telephones/ mobiles, internet, automated teller machines,
points of sales and automated clearing houses). Electronic
banking provides opportunities for banks to offer a variety of
their banking products and services in a faster, more
convenient and cheaper way.

The number of banks providing banking services through
electronic means is growing considerably, with increasing
range of services becoming available, including account
services, credit cards, transfers, bill paying services, shares
trading, etc. Therefore, electronic banking is vulnerable to
money laundering and terrorist financing because of its user
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anonymity, rapid transaction speed, and its wide geographic
availability.

To prevent these risks, banks and money exchangers should
be required to have policies in place and take such measures
as may be needed to prevent the misuse of technological
developments in money laundering or terrorist financing
schemes. Such policies and measures should be compatible
as a minimum with requirements of the electronic banking
services rules issued by SAMA. Banks and money
exchangers are not allowed to offer banking products and
services through electronic banking payment methods
(internet/ online banking, telephone, automated teller
machine, mobile or any new electronic payment method) to
customers unless they maintain a bank account or other
relationship with the bank.
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5.1.6 International Trade

International trade, which deals in the movement of goods
and services, can be used either as a cover for the movement
of illicit funds or as the money laundering mechanism itself.
Criminals will utilize normal trade-related products and
services offered by banks relating to import and export
operations, such as letters of credit, guarantees, documentary
bills for collection, trade financing services, etc., to legitimize
the proceeds of their money laundering activities or to provide
funding for terrorist organizations, with a relatively low risk of
detection. The techniques used basically are:
misrepresentation of the price (over-, under- and multi-
invoicing of goods/ services), quantity (over- and under-
shipments of goods/ services), or quality of imports or exports
(falsely described goods/ services).

Banks should watch out for the following examples of red flag
indicators that are commonly used to identify trade-based
money laundering activities:

1. Discrepancies between the description of the goods on
the invoice and bill of lading.

2. The size of the shipment or the type of goods appears
inconsistent with the customer's regular business
activities.

3. The letter of credit amount is unusually large or sudden
surge in number of letters of credit issuance that appears
to deviate from the customer's normal business activity.

4. The type of goods being shipped is designated as high
risk or involves a high-risk jurisdiction.

5. The transaction involves receipt of payment (especially
cash) from third parties with no apparent connection with
the transaction.

6. The transaction involves the use of repeatedly amended
or frequently extended letter of credit.

7. The transaction involves the use of front (or shell)
companies.
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5.2 Country/ Geographic Risks
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Country or geographic risks can be defined as risks posed by
countries that are subject to sanctions by United Nations
(UN), or warnings have been issued against them by other
recognized sources, or if SAMA issues certain instructions
about some countries and how to deal with the associated
transactions due to one factor or a combination of factors, as
determined by UN, FATF or SAMA, such as weak
unappropriate AML/CTF laws, regulations and other
measures, and noncompliance with instructions and
recommendations issued by said entities, providing funding or
support for terrorist activities; or having significant levels of
financial criminal activities.

Banks and money exchangers should exercise additional due
diligence and pay special attention to business relations and
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transactions with persons, including companies and banks
working or doing such activities within these countries or
regions. In addition to their duties relating to verification of
names of persons and entities listed on the various types of
lists and alarming data issued by the above mentioned, Banks
and money exchangers should take appropriate
countermeasures to reduce the risk of dealing with entities
existing in the countries and regions that have weaknesses in
their procedures regarding combating money laundering and
terrorist financing or do not adequately apply the
recommendations of the Financial Action Task Force (FATF).
Procedures and measures to be applied by banks and money
exchangers are the following:

1. Paying particular attention to business and
transactions relations with persons (including legal persons
and other financial institutions) from or in countries that
have a weakness in their actions in the fight against money
laundering and terrorist financing or do not sufficiently apply
recommendations of Financial Action Task Force (FATF).

2. Classification of the risk level of all countries
indicated by international organizations, for example,
without limitation, Financial Action Task Force (FATF), the
Security Council or the Committee on Chapter VII of the UN
Charter and others, that warning bulletins have been issued
thereon in accordance with a specified risk rate of these
entites as a minimum for the classification of the
organizations. The actions to be taken to monitor
transactions or limit the formation of business relationships
and financial operations with concerned countries or
persons in these countries.

3. Compliance with the application of instructions of
those organizations, whether the warning issued by the
Financial Action Task Force (FATF) or decisions of the
Security Council and the Chapter VII Commission of the UN
Charter, list of any transactions related thereto, preparation
of detailed reports thereon, and follow up what relevant
authorities issue and take necessary actions thereon.

4. intensification the customer identification
requirements in order to know the identity of the
beneficiaries owner before establishing work relationships
with individuals or companies from these countries.

5. Immediate suspension of dealing with parties,
persons or financial institutions of the countries against
which financial prohibition decisions have been issued by
Security Council and the Chapter VIl Commission of the UN
Charter. The suspension shall include all banking
operations.

6. Exerting enhanced due diligence when making new
dealing agreement or opening accounts for correspondent
banks with countries of which warning bulletins were issued,
whether by FATF, Security Council or Chapter VII
Committee of the UN Charter, and making sure not to
include the correspondent bank in domestic lists of penalties
and prohibition or those issued by the UN.

7. Making  immediate  update for AML/CTF
requirements and exerting enhanced due diligence
procedures on all banking transactions of related parties in
those countries.

8. Classifying all banking businesses and relationships
the bank makes with entities relating to countries of which
warning bulletins were issued (government relationships,
correspondent  banks relationships, companies or
individuals commercial relationships, resident customers
relationships, etc) at risks level consistent with the nature of
those businesses, relationships and the risks level of these
countries.

9. Verifying that all banking businesses and
relationships, which the bank makes with individuals or
entities relating to countries of which warning bulletins were
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customers’ business relationships, including letters of credit
and guarantees for defining them, determining their
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transactions with the countries, against which warning
bulletins were issued.

14. Bearing in mind all relevant contents of international
decisions and warning bulletins issued by different regional
and international organizations, referring to these
organizations' websites periodically and continuously,
searching out in other trustworthy information sources, and
taking necessary actions in respect thereof.

15. Sending notifications of supervisory instructions
issued on these countries to corporate sector departments
of banks or money exchangers, and ensuring the
implementation of these supervisory instructions.

16. Compliance with any other additional instructions
issued by SAMA to banks and money exchangers
concerning certain countries and how to deal with
transactions related thereto.
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5. The familiarity with a country and regulatory structure.
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6. Glossary

gl

Account

"Account" should be taken to include, in
addition to a bank account, any other
similar banking relationships (such as credit
card, remittance service relationships, etc.)
between the bank or money exchanger and
its customer.
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Anonymous,
Fictitious
Name
or
Numbered
Account

Anonymous, Fictitious Name or Numbered
Account is generally a bank account for
which the customer's name does not
appear on the bank's records/ systems,
documents and statements. Instead, a
unique number or code-name is recorded.
The customer's identify is known only to a
small number of the bank's officials. While
such accounts are offered by some banks
in the world for a legitimate purpose, such
as providing confidentiality and additional
protection for private matters, they can also
be misused to hide the proceeds of
financial crimes.
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Beneficial
Owner

The natural person who ultimately owns or
controls a customer and/ or the person on
whose behalf a transaction is being
conducted. It also includes a person who
exercises ultimate effective control over a
legal person or arrangement.
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Competent
Authority

All administrative and law enforcement
authorities concerned with combating
money laundering and terrorist financing,
including SAMA and SAFIU.
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Enhanced
Due
Diligence
(EDD)

This is an additional due diligence process
needed for all High Risk accounts/
relationships and where the bank/ME
deems it necessary. EDD is needed for
PEPs, private banking customers,
correspondent banks, non-profit charity
organizations, and for other types of
customers categorized as high risk by the
bank/ME.
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Financial
Action Task
Force
(FATF)

It is an international body entitled to
oversee AML-CTF efforts. Saudi Arabia is a
member of this organization through its
membership of the GCC.
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Financial
Intelligence
Unit (FIU)

The UN Convention adopted this definition,
stating: "Each state shall consider the
establishment of a financial intelligence unit
to serve as a national center for the
collection, analysis and dissemination of
information regarding potential money
laundering." Based on the Saudi AML Law
of 2003, the Saudi Financial Intelligence
Unit was established under the authority of
the Ministry of Interior. This is the authority
that receives and analyzes suspicious
activity reports from all financial & non-
financial institutions.
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Intermediary

A professional intermediary is a firm or
person (such as an accountant, banker,
broker, lawyer or similar professional) who
manages an account or transacts on behalf
of a client.
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Money
Exchanger
(ME)

A natural or legal person who provides a
money/ currency changing service and/ or
providing a money/ value transfer/
remittance service. The person must be
registered by Ministry of Commerce and
licensed by SAMA. These entities are
subject to SAMA regulations as per
authority given through the Banking Control
Law, the AML Law (Bylaw 1.1) and the
Ministerial Order # 31920.
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Nominee

A person or firm (registered owner) into
whose name securities or other assets are
transferred and held under a custodial
agreement in order to facilitate transactions,
while leaving the customer as the actual
owner (beneficial owner). A "nominee
account" is a type of account in which a
stockbroker holds shares belonging to
clients, making buying and selling those
shares easier.

e (U L) 480§ adll) eall o
it puagiy (AY) Jenal) S Al GlsY) Le/anuly 3
A Jaeal) oy Lein eDlalad) Jagadt Jal (e dlja 48l
O g5 s ol Gluall'y L (GRal i) el
s e eSlae ) apa Legud pabisall dinsar daay cililal)

gy agd) 030 a sy

Countries
that do not
apply or do
not fully
apply
FATF’s
require-
ments

FATF publishes reports and data on
countries which do not comply adequately
with requirements in the fight against
money laundering. The list is maintained
and updated by FATF and may be
consulted on the FATF website. Banks/MEs
should give special attention to business
relations and transactions with customers
from countries included in these reports,
and exercise extra due diligence.
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Payable-
Through
Account

This is a demand deposit account
maintained at a local bank by a foreign
bank or corporation, whereby the foreign
bank channels deposits and checks of its
customers (usually individuals or
businesses located outside the country) into
the account. The foreign customers have
signing authority over the account and can
thereby conduct normal international
banking activities. This makes it impossible
to implement KYC policy and monitoring of
suspicious activity process for the
customers using the account
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Shell Bank

Shell bank means a bank that has no
physical presence in the country in which it
is incorporated and licensed, and which is
unaffiliated with a regulated financial
services group that is subject to effective
consolidated supervision. Physical
presence means meaningful mind and
management located within a country. The
existence simply of a local agent or low
level staff does not constitute physical
presence.
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Source of
Funds

Source of funds is the activity which
generates the funds for a relationship, e.g.,
a customer's occupation or business
activities.
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Source of
Wealth

Source of wealth is different from source of
funds, and describes the activities which
have generated the total net worth of a
person both within and outside of a
relationship, that is those activities which
have generated a customer's funds and

property.
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Subsidiaries

This refers to majority owned subsidiaries
of a bank or money exchanger, inside or
outside the country.
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Suspicious
Transaction

A suspicious transaction is one in respect of
which a banks/ME has reason to believe
that some type of wrongdoing or illegal
activity may be involved. Suspicious
transactions must be reported to the
appropriate authorities through Suspicious
Transaction Report (STR). The notifying
bank/ME and its employees are free of any
blame or charge in respect of any
notification made, whether the suspicion is
proved to be correct or not, as long as their
notification was made in good faith.
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Trustee

A person (an individual or entity) who holds
and administers the assets in a trust fund
separate from the trustee's own assets, for
the benefit of another person/s (the
beneficiarylies). The trustee invests and
disposes of the assets in accordance with
the settlor's trust agreement, taking into
account of any letter of wishes. There may
also be a protector, who may have power to
veto the trustees’ proposals or remove
them, and/or a custodian trustee, who holds
the assets to the order of the managing
trustees.
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Unusual
Transaction

An activity or transaction that is inconsistent
with or deviates from the expected pattern
of activity within a particular customer, or
with the normal business activities for the
type of product or service offered. Unusual
activity or transaction should alert banks to
the possibility of suspicious transactions.
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APPENDIX ( 8)

Suspicious Transaction Report

Confidential
Ref. Number
Date ! H
Corresponding /[ G
Annexes
Reporting Party Information
Financial Institution Bank or ME Name City Branch Phone Number
(Bank or Money
Exchanger)
Non-Financial Institution Name City Branch Phone Number
Institution
Report Contents
Activity/ Transaction Deposit Withdrawal Transfer Others
Type Check Branch
Cash ATM
Transaction Time Day Date Month / Year
Execution Date
Total Amount In Figures In Words Currency Type
Transaction Executor Account Number Branch Name/ No. Bank
Account
Causes of Suspicion
Beneficiary
Name ID Number Nationality Country City
Account Number Branch Name/ No. Beneficiary Bank

Please find above our Suspicious Transaction Report for your review and taking the appropriate decision.

Official Seal:

Signature:
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APPENDIX 9

Cash Declaration Form

Kingdom of Saudi Arabia
Ministry of Finance
Saudi Customs

Declaration
Form

Date / /o Time oo
This form is required to be filled out by whoever having
in his possession SR60,000 or more or its equivalent.
Full Name: ... e e ieeeaeeaaan
NAHONAMIYS o oo o vavmmswnsesmns Date of Births: . .oovmesmsmmsyane
PASSPOLE INO:: .ccassaassmmmmmesans s ssas v sssasss ss ge samassneas
Place & Date 0T ISSNME: v vinsimisnsmien Sumanam s s s s weidasa s
KSA Address:& Tel: NO:: casasssissasimiarnsmsamiiiumsmess
Purpose of Travel: ... .o
AFriving froms .. s csevanasneones REPAIINGE TS s voven wovmansuean

Name of the Airport/

Seaport/ Crossing Border: .....cc.icicciiciincisassssssvesssvenass
BN NG s e G s s S G T S s s S R eas
Currency / Precious Metals
[@21) 6] 1765, B V4 0 ] it IR R A TIPS IO
AINOUNEIHRIVAISE . .nvismumasmmsemsmsinsirsmee sies s e s ssaasis s
Metals: [0 Gold [ Diamond [ Other Jewelries ............
The Equivalent i RIVals: ouims o ssns s s duisssssigs
Source/Purpose of cash amounts/ precious metals: ............
I hereby acknowledge that the information declared above is
correct and I shall be criminally responsible for any mis-

declaration.

Traveler Signature: .. veasasnsea Date: oo sasvassw
Official Use

Employee Name: ............coooii... NO.: i

SISRATATE . o sivmvimmanseseswmeineseee s DAtE v v svsessaansws

Not declaring will expose you to legal questioning .
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10.Red Flag Indicators

AAgadia (88 B illaal Clpdiga ) o

A. Key Indicators of Regulatory & Legal Weakness
(High Risk Geographies)

Money launderers can exploit any country or a geographical region that
has weaknesses in its legal and regulatory framework and those involved
in financing terrorism and can become a center for money laundering and
terrorist financing. ~ As money-laundering and terrorist financing
transactions normally require a significant period to complete their stages,
money launderers and terrorism financiers often focus on countries with
serious shortcomings in their laws and procedures to base their
operations.

The existence of the following weaknesses in the legislation of a country
can generally create an environment that is conducive for money
laundering and terrorist financing transactions to penetrate its banking
system:

* Adopting and applying strict banking secrecy laws, thus hindering law
enforcement  authoriies  from identifying  money-laundering
transactions.

*  Countries that have lax requirements for the formation and registration
of companies and permit the use of bearer shares.

* Absence of any foreign exchange controls on incoming and outgoing
funds.

* Countries that do not require or apply strict “Know Your Customer”
principles, thus facilitating the opening of untraceable numbered
accounts or accounts with fictitious names.

* Facilitating the issuance of financial instruments payable to bearers by
banks.

* Countries in which money laundering and terrorist financing is not
considered a crime.

* Countries that do not require banks/MEs to notify the concerned
authorities of large or unusual fund transfers.

*  Countries that do not necessitate notification of suspicious
transactions to the concerned authorities.

* Absence of confiscation regulations, or lax enforcement or even non-
enforcement of such regulations if they exist.

* Countries that have significant dealings in outgoing foreign draft
transfers of cash instruments.

*  Countries that have international markets in precious metals and
where it is easy to transact such trades.

* Countries that permit the free trading of the U.S. Dollar and
particularly where banks are allowed to accept dollar deposits.

* Countries that have banking control laws that facilitate the
establishment of banks/MEs particularly in free trade zones where
supervisory controls or banking regulations are lax or non-existent.

The classification of an account as high-risk based on the geography of
where the customer conducts its business activities depends on whether

or not the country is on the FATF list . Since the list keeps on changing,
reference should be made to FATF website.
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B. Businesses Prone to Money Laundering Activities
(High Risk Businesses)

Money laundering and terrorist financing can adopt a variety of disguises,
but there are certain types of businesses, which are more attractive to
criminals. There is also a tendency to use countries that have adopted
strict secrecy laws for banks and for companies, which make it difficult to
obtain sufficient information to understand the nature and type of
business activities being undertaken by these organizations.

The following guidance provides an insight into what those businesses
might be.
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Shell Corporations

Legitimate use of shell corporations often provides anonymity for the
beneficial owners who may be involved in laundering money or terrorist
financing. The use of “professional” nominees to act as directors provides
further protection for the money launderer. This coupled with an offshore
address can be very effective vehicle for money laundering.

Types of businesses covered: Potentially any business.

What to look for: The use of such companies where it appears to be an
unnecessary complication and the using of less reputable legal and
financial advisers to set up and/or maintain the corporation.
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Financial Institutions (Non-Bank)

By the nature of their business, the receipt and payment of cash will not
appear unusual, and some of these businesses will rely upon a casual
rather than a regular customer base.

Types of business covered: Money Exchangers.

What to look for: Appropriateness of turnover levels, sudden fluctuations
in turnover, variations in deposit/payment patterns due to a small number
of large transactions; large purchases of travelers checks or money
orders resulting in encashment from a variety of countries, or the reverse.
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Travel Agencies

Where such businesses operate a money exchange or travelers checks
facility, and have a pattern of international payments as a norm, they are
attractive to the money launderer for both placement and layering
purposes.

What to look for: Payments to countries that have a weakness in their
actions in the fight against money laundering and terrorist financing or do
not sufficiently apply recommendations of Financial Action Task Force
(FATF). outside of normal patterns; large purchases of travelers checks
resulting in encashment from a variety of countries; fluctuations in
transaction patterns out of line with normal business patterns.

Sl eylsy
adiad 5 Aalidl ISl laad ol dihal) Jleely JUBaYL VIS Gl o Lavie
g1aY) dale (aheV dlsel) ule oo 8 s maal g8 cddpall Cleiadl) lass

Jghaallg

e daaadl Galdl mllal nlall e Ll el dalal) cile ) 1oe anll
Glaas QS 0 Gl Vo) Gl Y gl W Jesdl desane Al
il olaly b lpad ) sas b dledun @l daludl G 68 e sendl)
Alall Jlee ¥ Ll e LS A jlal) cdlaladl) Llail 3 ot

Import/Export Businesses

This is the sort of business that can provide cover for either the placement
or layering (through international payments) stages of a money-
laundering scheme. These businesses are particularly vulnerable where
they are small and where they trade in a variety of products, and/or where
the supply or distribution end is conducted largely in cash (typically low
value items).
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Precious Commodities

The placement of cash, but more usually layering can be facilitated within
businesses where large value transactions are common, and the
commodities traded are difficult to value objectively, thereby allowing
inflated values to be used to support requests for payments.

Types of business covered: Precious Metals, Jewel Store; Antique Shops
and Fine Art Galleries.

What to look for: Trading patterns with countries that have a weakness
in their actions in the fight against money laundering and terrorist
financing or do not sufficiently apply recommendations of Financial Action
Task Force (FATF).” not normally associated with the commodity in
question; unusual fluctuations in turnover or types of financial instruments
used.
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Cash Driven Businesses

The types of business that normally accept cash are useful to the
launderer at the placement stage, and could be used for layering
purposes.

Types of businesses covered: Used Car Dealers; Garages; Corner
Shops (especially those in some countries who offer check encashment
facilities); Electrical Good Stores; Leather Goods Shops; Building &
Garden Supplies; Builders or Decorators.

What to look for: Increases in cash deposits which do not seem to be
matched by an increase in business; the maintenance of cash flow levels
when business is falling off, unusual payment patterns from cash deposits
seemingly unrelated to the business activities.
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Offshore Financial Services

Many of the laundering or terrorist financing operations, which have been
uncovered, have involved the transfer of funds through offshore financial
service companies to layer transactions and provide anonymity. As there
is no underlying business against which to test the commercial basis for a
transaction it is extremely difficult to detect “unusual” or “suspicious”
transaction patterns.

Type of businesses covered: Trust Companies; Commodity Traders,
Financial Advisers.

What to look for: Small operations that appear to have only one or two
clients; unusually complex ownership structures; lack of interest in costs
incurred when processing transactions; links with to countries that have a
weakness in their actions in the fight against money laundering and
terrorist financing or do not sufficiently apply recommendations of
Financial Action Task Force (FATF) investing in instruments that carry
anonymity (e.g. bearer bonds) when uneconomic to do so.
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Charitable or Non-Profit Organizations

When opening an account for a Charitable or Non-profit Organization,
valid authorization from the appropriate government agencies and SAMA
must be obtained.
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C. Key Indicators of ML/TF Transactions & Activities
(High Risk Products/Services)

The purpose of this section is to increase the understanding of Bank/ME
employees in order to help them in identifying money laundering and
terrorist financing transactions. The existence of one or more of these
indicators does not necessarily mean that a money laundering or terrorist
financing transaction is taking place but it should raise some concerns
and lead to further investigation.

These indicators are not exhaustive and should be taken by Bank/ME
employees for guidance purposes only. Bank/ME employees should
depend on their experience, skills and expertise to make a sound
judgment on suspected money laundering or terrorist financing
transactions, when in doubt, contact the MLCU.
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General Indicators

A transaction whose general form is indicative of illegitimate or

unknown purposes.

Existence of movements in the customer’s account not related to his

activities such as:

- Continuous cash deposits in other companies and establishment
accounts.

- Unusual purchase of cashier checks and payment orders against
cash.

- Withdrawal of cash amounts after a short-term deposit.

- Large deposits of checks, incoming drafts and payment orders that
are inappropriate to the nature of customer’s activity.

- Large withdrawals or deposits inconsistent with customer's
activities.

- Transactions for unknown objectives, which do not adhere to the
activity of the company its subsidiaries or branches.

- Existence of a large number of deposits of small amounts, whether
in cash, by check or by incoming draft whose total or approximate
total amount deposited, is then transferred to another city or country
in one transaction.
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Teller Transactions

Frequent cash deposits by the customer of dirty or excessively used
notes.

Cash deposits of large amounts whose source is apparently one of the
banks in the same region.

Exchange of a large cash amount consisting of small-denominated
notes to the same amount and currency, in bigger denominated notes.
Purchase of cashiers check or precious metals in large amounts.
Transfer of an amount outside of the country without any clear reason.
Deposit of a large number of check or cash amounts by the customer
or by other customers without any withdrawals.
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Bank Accounts

Opening of more than one account by a customer in his name in the
same bank without any clear reason, and existence of inter-account
transfer among these accounts.

Accounts opened in names of Tellers in the bank who receive regular
deposits or periodic incoming drafts.

Payments or transfers by many persons to a single account whether in
cash or through internal drafts.

Opening by a customer of more than one account in the name(s) of his
family members and being authorized to manage these accounts on
their behalf.

Opening an account by a customer without him physically appearing in
the bank or even being known to bank employees or ever visiting the
branch for long periods of time.

The existence of bank accounts with address outside the geographical
region of the bank.

Existence of large number of movements of big amounts in the account
while the balance is kept low or fixed.

Opening of many accounts by the customer with normal balances while
the total represents a big amount.

Current or savings account used only to receive incoming drafts from
outside in a continuous manner without any justifiable reasons.
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Credit Activities

Unexpected settlement by the customer, of a loan due without
disclosing the source of funds.

Obtaining a loan or credit facilities against guarantees issued by a
bank operating outside the Kingdom without a clear commercial
reason.

Submittal by the customer, of company’s shares of which the bank is
unable to confirm its business activities, or as a guarantee for obtaining
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a loan or credit facilities.

Submittal, by unknown parties to the bank, of additional guarantees in
favor of the customer such as the mortgage of assets or warranties
while the bank is unable to define the relationships with the customer
or existence of justified reason for such guarantees.

The bank grants loans to customers having deposit accounts in foreign
banks in a country having strict banking secrecy laws.

A bank granting loans to foreign companies without a justifiable
business reason.

A customer receives a loan and immediately requests the loan amount
to be transferred to other bank(s).

Use of credit facilities given to the customer for purposes other than
that mentioned in the loan application.

BlaS o Lelleed dhiil o KU i) obiig ¥ L 4558 agal Jsan) s
Al Ol 5l G e Jpeanll

) die cdeal) daliaal dlill Y ddlin) cilileca pfy dsene LT L8
LS P IS FOVA JF DS SV PS EVERC JPSNE I SURRFNIE REA FS P IS PR
ccbilecall Al e o ol

Gilay a8 il iy (3 AU cllaa Sla eDaal (g e il ol
Adyeadl Al lae (A el opilsh

ot (S s (033 G Aial IS ) g B e i) oL

g S ATy Y Gl @i disady b 4idlney G e diend) Jpeaan

dﬁi
b syl @b e (alel Jueedl dagiedl Aslay) Dleadll Jlexin) @
.ol
Drafts L) el

The amount of draft does not fit with the physical appearance of the
sender or the nature of his commercial activity.

The customer’s intentional misrepresentation of information given to
the bank.

Frequent transfers of large amounts against check under clearing or
not cleared..

Incoming drafts used immediately to purchase financial instruments
such as (certificates of deposit, cashier check, etc.) in favor of other
parties.

Continuous purchase of bank drafts by customers.

Frequent deposits by a customer of cashier's check issued by foreign
banks into his account.
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Customer

Customers who avoid identifying themselves while attempting to
process account transactions or even providing incorrect or incomplete
information.

The customer attempts to transfer a large amount and then withdraws
this application because of the fear of the bank/ME notifying law
enforcement authorities.

The customer tries to influence the bank/ME employee not to inform
the authorities about a transaction being processed.

The customer refrains from providing information about his previous
and current commercial activities and banking relationships and
transactions.

The bank/ME employee is suspicious of the customer's identification
documentation.

A customer who opens an account without having a local address or a
person to verify his or her identity.

The customer gives special instructions to process his transactions by
fax or telex without a justified reason to use this communications
method.
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Bank’s & ME's Personnel

An employee whose standard of living is not commensurate with his
salary.

An employee who works for very long periods without requesting
vacations or having any sick days.

The connection of an employee with many suspicious transactions
while performing his or her duties.

The employee attempts to facilitate rendering a banking service to
customer (individual or company) without applying normal internal
banking procedures.

Changes in Branch Transactions

Overriding or not implementing the bank’s/ ME's internal control
directives or intentional non-compliance with the bank’s policies and
procedures by an employee.

Increase of money in circulation in large cash denominations that do
not match with the nature of work, transactions or location of the
branch.

Material change in the volume of branch transactions with one or more
correspondent banks.

Unusual increase of the volume of drafts issued by a branch or a
significant increase in its cash holdings.

An increase of cashier's check or payment orders sold to Walk-in
customers.
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D.

Terrorist Financing Indicators

Accounts

Accounts that receive relevant periodical deposits and are dormant at
other periods. These accounts are then used in creating a legitimate
appearing financial background through which additional fraudulent
activities may be carried out.

A dormant account containing a minimal sum suddenly receives a
deposit or series of deposits followed by daily cash withdrawals that
continue until the transferred sum has been removed.

When opening an account, the customer refuses to provide information
required by the financial institution, attempts to reduce the level of
information provided to the minimum or provides information that is
misleading or difficult to verify.

An account for which several persons have signature authority, yet
these persons appear to have no relation among each other (either
family ties or business relationship).

An account opened by a legal entity or an organization that has the
same address as other legal entities or organizations but for which the
same person or persons have signature authority, when there is no
apparent economic or legal reason for such an arrangement (for
example, individuals serving as company directors for multiple
companies headquartered at the same location, etc.)

An account opened in the name of a recently formed legal entity and in
which a higher than expected level of deposits are made in comparison
with the income of the founders of the entity.

The opening by the same person of multiple accounts into which
numerous small deposits are made that in aggregate are not
commensurate with the expected income of the customer.

An account opened in the name of a legal entity that is involved in the
activities of an association or foundation whose aims are related to the
claims or demands of a terrorist organization.

An account opened in the name of a legal entity, a foundation or an
association, which may be linked to a terrorist organization and that
shows movements of funds above the expected level of income.
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Deposits and Withdrawals

Deposits for a business entity in combinations of monetary instruments
that are a typical of the activity normally associated with such a
business (for example, deposits that include a mix of business, payroll
and social security check).

Large cash withdrawals made from a business account not normally
associated with cash transactions.

Large cash deposits made to the account of an individual or legal entity
when the apparent business activity of the individual or entity would
normally be conducted in check or other payment instruments.

Mixing of cash deposits and monetary instruments in an account in
which such transactions do not appear to have any relation to the
normal use of the account.

Multiple transactions carried out on the same day at the same branch
of a financial institution but with an apparent attempt to use different
tellers.

The structuring of deposits through multiple branches of the same
financial institution or by groups of individuals who enter a single
branch at the same time.

The deposit or withdrawal of cash in amounts which fall consistently
just below identification or reporting thresholds.

The presentation of uncounted funds for a transaction. Upon counting,
the transaction is reduced to an amount just below that which would
trigger reporting or identification requirements.

The deposit or withdrawal of multiple monetary instruments at amounts
which fall consistently just below identification or reporting thresholds,
particularly if the instruments are sequentially numbered.

Wire Transfers

Wire transfers ordered in small amounts in an apparent effort to avoid
triggering identification or reporting requirements.

Wire transfers to or for an individual where information on the
originator, or the person on whose behalf the transaction is conducted,
is not provided with the wire transfer, when the inclusion of such
information would be expected.

Use of multiple personal and business accounts or the accounts of
non-profit organizations or charities to collect and then funnel funds
immediately or after a short time to a small number of foreign
beneficiaries.

Foreign exchange transactions that are performed on behalf of a
customer by a third party followed by wire transfers of the funds to
locations having no apparent business connection with the customer or
to countries of specific concern.

Characteristics of the customer or his/her business activities.

Funds generated by a business owned by individuals of the same
origin or involvement of multiple individuals of the same origin from
countries of specific concern acting on behalf of similar business types.
Shared address for individuals involved in cash transactions,
particularly when the address is also a business location and/or does
not seem to correspond to the stated occupation (for example student,
unemployed, self-employed, etc.).

Stated occupation of the transaction is not commensurate with the
level or type of activity (for example, a student or an unemployed
individual who receives or sends large numbers of wire transfers, or
who makes daily maximum cash withdrawals at multiple locations over
a wide geographic area).

Regarding non-profit or charitable organizations, financial transactions
for which there appears to be no logical economic purpose or in which
there appears to be no link between the stated activity of the
organization and the other parties in the transaction.

A safe deposit box is opened on behalf of a commercial entity when
the business activity of the customer is unknown or such activity does
not appear to justify the use of a safe deposit box.

Frequent transfers of amounts to other banks without mentioning the
name of the beneficiary.

The amount of draft does not fit with the physical appearance of the
sender or the nature of his commercial activity.

Frequent transfers of large amounts to and from countries known to be
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a source for drugs

Fragmenting a large amount into smaller amounts upon transfer.
Frequent transfers to banks in countries known with strict banking
secrecy laws.

Cash transfers in large amounts.

Deposits in different accounts and then consolidating these amounts in
one account and then transferring the total amount outside of the
Kingdom.

Requests by the customer to the bank to transfer amounts to foreign
banks against incoming drafts to the same account with equivalent
amounts.

Transaction Linked to Locations of Concern

Transactions involving foreign currency exchanges that are followed
within a short time by wire transfers to locations of specific concern (for
example, countries designated by national authorities, FATF

Deposits are followed within a short time by wire transfers of funds,
particularly to or through a location of specific concern (for example,
countries designated by national authorities, FATF).

A business account through which a large number of incoming or
outgoing wire transfers take place and for which there appears to be no
logical business or other economic purpose, particularly when this
activity is to, through or from locations of specific concern.

The use of multiple accounts to collect and then funnel funds to a small
number of foreign beneficiaries, both individuals and businesses,
particularly when these are in locations of specific concern.

A customer obtains a credit instrument or engages in commercial
financial transactions involving movement of funds to or from locations
of specific concern when there appears to be no logical business
reasons for dealing with those locations.

The opening of accounts of financial institutions from locations of
specific concern.
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